
Plik Web.config
Uwaga
Comarch BPM (dawniej DMS) może pracować w trybie jednofirmowym
lub  wielofirmowym.  Niektóre  ustawienia  pliku  Web.config  w
trybie  wielofirmowym  są  nieużywane  i  nie  ma  potrzeby  ich
definiowania. Tryb pracy (jedno/wielofirmowy) ustawiany jest w
kluczu <add key=”MultiCompany” value=”” />.
 

Uwaga
Po  modyfikacji  pliku  Web.config  aplikacji  serwerowej  lub
webowej  zaleca  się  restart  puli  aplikacji  IIS,  na  której
działają  komponenty  Comarch  BPM,  aby  nowe  ustawienia
konfiguracji  zostały  poprawnie  zastosowane.

 

W pliku konfiguracyjnym Web.config znajdującym się w katalogu
C:\inetpub\wwwroot\{nazwa aplikacji serwerowej} (katalogu, do
którego przekopiowano zawartość katalogu BPM Workflow Api z
pakietu instalacyjnego) dostępne są następujące klucze:

Definicje connection stringów używane w obu trybach:

W  kluczu  „strConnectDMS”  należy  wprowadzić  connection
string do bazy danych Comarch BPM (dawniej DMS);
W kluczu „strConnectKeyManagerServer”, dodanym w wersji
2025.2.0,  nie  należy  wprowadzać  danych  ręcznie  –  w
ramach klucza zapisane są dane użytkownika CDNHASPDMS
służące jedynie do komunikacji z serwerem, na którym
znajduje  się  Menadżer  Kluczy  –  klucz  zostaje
zmodyfikowany  i  zaszyfrowany  podczas  instalacji  lub
aktualizacji  Comarch  BPM  za  pomocą  instalatora;  w
przypadku  ręcznej  instalacji  Cmarch  BPM  należy
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skorzystać z opcji „Tworzenie użytkownika CDNHASPDMS na
serwerze Menadżera Kluczy” w instalatorze Comarch BPM
(zob. Dodanie opcji tworzenia użytkownika CDNHASPDMS w
oknie „Wybór aplikacji” w instalatorze);

Definicje connection stringów używane w trybie jednofirmowym:

W  kluczu  „strConnectERPComp”  należy  wprowadzić
connection  string  do  bazy  Comarch  ERP  XL  lub  bazy
firmowej Comarch ERP Optima / Comarch ERP Altum. Klucz
jest  wymagany  do  poprawnego  działania  integracji.
Wprowadzenie klucza nie jest wymagane, jeżeli Comarch
BPM (dawniej DMS) pracuje w trybie wielospółkowym.
W  kluczu  „strConnectERPConf1”  należy  wprowadzić
connection string do bazy konfiguracyjnej Comarch ERP
Optima lub Comarch ERP Altum. Klucz ten jest wymagany po
poprawnego  działania  integracji  Comarch  BPM  (dawniej
DMS) z Comarch ERP Optima lub Comarch ERP Altum. Klucz
jest również wymagany w trybie chmurowym Comarch ERP
Optima.  Wprowadzenie  klucza  nie  jest  konieczne  w
przypadku  pracy  Comarch  BPM  (dawniej  DMS)  w  trybie
wielofirmowym.

 

Uwaga
Od  wersji  2024.0.2  możliwe  jest  wskazanie  identyfikatora
connection  stringa,  aby  określić   connection  string,  na
podstawie  którego  będzie  następowało  połączenie  do  bazy
danych. Jeżeli:

<add  key=”MultiCompany”  value=”false”  />  –  wówczas
connection  stringi  strConnectERPComp  i
strConnectERPConf1 są przechowywane w pliku Web.config
<add  key=”MultiCompany”  value=”true”  />  –  wówczas
connection stringi są przechowywane  w pliku Web.config
i  w  tabeli  do.DF_ConfCMDictionary  –  w  tym  przypadku
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connection stringi do baz: konfiguracyjnej i firmowej są
zapisywane pod jednym ID połączenia, zastosowano zatem
nastepujące identyfikatory:

nazwa_spółki_Comp  –  pobiera  connection  string
zapisany  w  kolumnie  CMD_ConnectionStringERP  /
CMD_ConnectionStringERPEncrypted
nazwa_spółki_Conf  –  pobiera  connection  string
zapisany w kolumnie CMD_ConnectionStringERPConf /
CMD_ConnectionStringERPConfEncrypted

 

gdzie nazwa_spółki – wartość wprowadzona w polu „Nazwa spólki”
/ „Nazwa spółki (baza)” na zakładce  „Połączenia z ERP” na

zakładce  [Ustawienia]

 

Wartość  wprowadzona  w  polu  „Nazwa  spółki  (baza)”,  która
wchodzi w skład identyfikatorów connection stringów

 



Przykład wykorzystania identyfikatorów connection stringów dla
bazy Comarch ERP Optima w ramach kontrolki typu Własna akcja

 

Identyfikatory connection stringów są wykorzystywane w kodzie
C#:

dla MS SQL:
connection  =  new
DmsSqlConnection(Globals.Common.ConnectionSt
rings.strConnectDMS)
DmsSqlCommand  command  =  new
DmsSqlCommand(connection, sqlQuery)

dla PostgreSQL:
connection  =  new
DmsNpgsqlConnection(„pgStrConnectDMS”)
DmsNpgsqlCommand  command  =  new



DmsNpgsqlCommand(connection, sqlQuery)

 

Definicje connection stringów używane w trybie wielofirmowym:

•  Klucze  „strConnectERPConf2”,
„strConnectERPConf3” itd. mogą być używane w
trybie chmurowym Comarch ERP Optima. Poprzez
wprowadzenie  connection  stringów  możliwe
jest  dodanie  kilku  baz  konfiguracyjnych,
które dostępne będą w Comarch BPM (dawniej
DMS) w oknie definiowanie połączeń spółki z
bazą ERP.

Uwaga
Od  wersji  2024.0.0  instalator  szyfruje  connection  strings
w pliku Web.config w katalogu aplikacji serwerowej (dawnej
web).

Ustawienia kluczy używane w obu trybach:

<add  key=”Version”  value=”5048495746514648″
/>  –  parametr  określający  numer  wersji
Comarch  BPM  (dawniej  DMS)  .
<add key=„DefaultAppMarket” value=”PL” /> –
parametr dodany w wersji 2025.0.0, usunięty
od wersji 2025.2.0; od tego parametru jest
zależna  nazwa  systemu  wyświetlana  w
aplikacjach  (zob.  Zmiana  nazwy  systemu  w
zależności  od  rynku,  na  którym  będzie
sprzedawany  ).  Parametr  może  przyjmować
następujące wartości:

”PL” – w takim przypadku produkt jest
dedykowany  na  rynek  polski  –  w
systemie wyświetlane są nazwy „Comarch
DMS” i „Repozytorium”
”Other”  –  w  takim  przypadku  produkt
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jest  dedykowany  na  rynki  inne  niż
polski  –  w  systemie  wyświetlane  są
nazwy „Comarch BPM” i „Archive”

<add  key=”WorkMode”  value=”XL”  />  –
określenie współpracy Comarch BPM (dawniej
DMS) z systemami ERP,

dla  Comarch  ERP
Optima  –  wartość  =
„Optima”,
dla Comarch ERP XL –
wartość = „XL”,
dla  Comarch  ERP
Altum  –  wartość  =
„Altum”,
bez  współpracy  z
systemem  EPR  –
wartość  =
„Standalone”.

<add key=”MultiCompany” value=”false” /> –
ustawienie trybu pracy jednofirmowy (false)
i wielofirmowy (true).
<add  key=”MaximumNumberOfControlCardColumns”
value=”10″ /> – definicja maksymalnej liczby
kolumn karty obiegu, która będzie dostępna w
konfiguracji typu obiegu.
<add key=”PremiumFunctionality” value=”true”
/>  –  klucz  odpowiada  za  dostęp  do
funkcjonalności  modelowania  procesów  w
Comarch BPM (dawniej DMS) za pomocą kodu w
języku  C#  (w  tym  do  automatycznego  trybu
pracy – robotyzacji procesów) oraz za dostęp
do obsługi pobierania i wysyłki wiadomości z
usługi  e-Doręczenia  .  Wartość  „true”  –
funkcjonalność dostępna, wartość „false” –
funkcjonalność niedostępna.
<add  key=”LicenceKeyServerDMS”  value=”nazwa
serwera  klucza  BPM  (dawniej  DMS)  ”  />  –



należy  wpisać  nazwę  serwera  licencji  dla
aplikacji Comarch DMS.
<add  key=”ShowChangeLanguage”  value=”true”
/> – wartość „true” włącza możliwość wyboru
języka pracy aplikacji Comarch BPM (dawniej
DMS)  w  oknie  logowania.  Wartość  „false”
wyłącza tą możliwość.
<add  key=”UseStrongPassword”  value=”false”
/>  –  wartość  „true”  wymusza  stosowanie
polityki  mocnych  haseł  przez  operatorów
Comarch  BPM  (dawniej  DMS)  (min  8  znaków,
wielka litera, znak specjalny).
<add  key=”ExternalRegistrationEnabled”
value=”false”  />  –  wartość  „true”  klucza
umożliwia  rejestrowanie  użytkowników  z
poziomu  aplikacji  web  i  aktywuje  funkcje
wpisywane  do  tabeli
do.DF_ConfOSEmployeesQueue – tabeli z danymi
rejestracji  użytkowników.  Okno  rejestracji
można  wyświetlić  po  dodaniu  do  adresu
aplikacji  członu  „/ExternalRegistration”,
np.
http://localhost/DMS/ExternalRegistration.
Wartość  klucza  =  „false”  oznacza,  że
rejestracja  użytkowników  w  aplikacji  web
jest niemożliwa.

<add
key=”TaxPayerIdRequi
red”  value=”false”
/> – klucz określa,
czy  użytkownik
będzie  musiał  podać
NIP  podczas
rejestracji.  Wartość
„true”  oznacza
konieczność  podania
NIP, wartość „false”



oznacza  brak
konieczności.
<add
key=”PersonalDataPro
cessingConsentRequir
ed” value=”false” />
– klucz określa, czy
w  oknie  rejestracji
będzie  wyświetlany
parametr  „Akceptuję
regulamin  oraz
zapoznałem  się  z
informacją  o
przetwarzaniu  danych
osobowych”.  Wartość
„true” spowoduje, że
parametr  będzie
wyświetlany,  a  jego
zaznaczenie  będzie
wymagane  do
rejestracji  konta.
Tekst  regulaminu  i
informacji  o
przetwarzaniu  danych
osobowych  należy
wprowadzić
odpowiednio  do
plików  Rules_pl.txt
i  gdpr_pl.txt
znajdujących  się  w
folderze
TextResources.
Wartość  „false”
powoduje,  że
parametr  nie  jest
wyświetlany  i  jego
zaznaczenie nie jest



wymagane  do
rejestracji.
<add
key=”WorkingConditio
nsAcceptanceRequired
” value=”false” /> –
klucz określa, czy w
oknie  rejestracji
będzie  wyświetlany
parametr  „Akceptuję
warunki  pracy”.
Wartość  „true”
powoduje,  że
parametr  będzie
wyświetlany,  a  jego
zaznaczenie  będzie
wymagane  do
rejestracji  konta.
Treść  informacji  o
warunkach  pracy
należy wprowadzić do
pliku
workingConditions_pl
.txt  w  folderze
TextResources.
Wartość  „false”
powoduje,  że
parametr  nie  jest
wyświetlany  i  jego
zaznaczenie nie jest
wymagane  do
rejestracji.

 



Rejestracja użytkownika w DMS z poziomu aplikacji web, gdy
parametr  „TaxPayerIdRequired”  value=”false”  />,
„PersonalDataProcessingConsentRequired”  value=”true”  />  i
parametr „WorkingConditionsAcceptanceRequired” value=”true”

 

Uwaga
W  wersji  2025.1.0  i  2025.2.0  zewnętrzna  rejestracja
użytkowników  jest  niedostępna.
 

Uwaga
Do  właściwego  działania  rejestracji  użytkownika  z  poziomu
aplikacji serwerowej konieczne jest poprawne wypełnienie przez
administratora pól sekcji Ustawienia konta pocztowego w ramach

zakładki Ustawienia w aplikacji desktopowej

<add key=”DocumentListDateRange” value=”150″
/>  –  możliwość  zdefiniowania  filtra
zawężającego  wyszukiwanie  dokumentów,  dla



których  przekazanie  do  kolejnego  etapu
odbyło się określoną ilość dni temu. Wartość
klucza odpowiada liczbie dni. Niezależnie od
ustawienia, operator może usunąć lub zmienić
zdefiniowany filtr. Ustawienie wartość = 0
wyłącza domyślny filtr.
<add  key=”ERPXLCloud”  value=”false”  />  –
wartość „true” umożliwia współpracę Comarch
BPM (dawniej DMS) z Comarch ERP XL w trybie
chmurowym.
<add key=”OptimaCloudMode” value=”false” />
–  wartość  „true”  umożliwia  współpracę
Comarch  BPM  (dawniej  DMS)  z  Comarch  ERP
Optima w trybie chmurowym.
<add  key=”ACDFolderPathsDestination”
value=”Registry” /> – parametr dostępny od
wersji  2023.1.0;  umożliwia  wybór  miejsca
zapisu  ścieżek  punktów  ACD.  Klucz  może
przyjmować  wartości:

Registry  –  wartość
domyślna,
oznaczająca,  że
ścieżki  punktów  ACD
będą  zapisywane  w
rejestrze  (jak
dotychczas)   .
Database–  wartość
oznaczająca,  że
ścieżki  punktów  ACD
będą  zapisywane  w
bazie  danych  w
tabeli
do.DF_ConfAPFolderPa
ths

Uwaga
Jeśli  użytkownik  pierwszy  raz  zmienia  wartość  klucza  na



„Database”, wówczas przy pierwszym ładowaniu widoku punktów
ACD wszystkie dane z rejestru zapisują się do bazy.  Natomiast
przy zmianie wartości z „Database” na „Registry” dane z bazy
nie są automatycznie przepisywane do rejestru.

Uwaga
W  wersji  2024.3.1  klucz  ACDFolderPathsDestination  został
usunięty z pliku web.config –  od tej wersji włącznie ścieżki
punktów ACD są zapisywane w bazie danych.

<add key=”AskAboutDocumentSave” value=”True”
/> – parametr odpowiedzialny za wyświetlanie
komunikatów z pytaniem „Czy zapisać zmiany?”
na  szczegółach  dokumentów  Comarch  BPM
(dawniej  DMS).  W  przypadku  ustawienia
value=”True”, komunikaty będą wyświetlane w
aplikacji,  w  przypadku  value=”False”
komunikaty nie będą wyświetlane w aplikacji.

Uwaga
Gdy wartość klucza „AskAboutDocumentSave” zostanie ustawiona
na „False”, w ustawieniach typu obiegu nie będzie możliwe
włączenie  funkcjonalności  automatycznego  zapisu  po
zainicjowaniu  dokumentu.

<add  key=”CombinationCompanies”
value=”false”/>  –  klucz  odpowiada  za
możliwość  ustawienia  różnych  spółek  dla
kontrolek  na  definicji  obiegu.  Wyłączona
możliwość  ustawienia  różnych  spółek  dla
wszystkich  kontrolek:  value  =  „false”,
włączona:  value  =  „true”.
<add  key=”DocumentCounterMinutesInterval”
value=”1″/>  –  parametr  odpowiedzialny  za
wyświetlanie liczby dokumentów utworzonych w
ramach danego typu obiegu, liczba dokumentów
prezentowana  jest  w  nawiasie  obok  każdego
typu  obiegu  na  drzewie  typów  obiegów.
Domyślnie  funkcjonalność  jest  włączona  z



wartością  1,  czyli  odświeżenie  danych  o
liczbie  dokumentów  w  ramach  danego
typu/grupy  typów  obiegu  odbywa  się  co  1
minutę. Klucz może przyjmować wartości:

„-1”  –  wartość
oznaczająca,  że
funkcjonalność  jest
wyłączona,  na  drzewie
typów  obiegów  nie  są
prezentowane  wartości  z
liczbą dokumentów.
„0” – wartość oznaczająca,
że  funkcjonalność  jest
włączona  i  sumowanie
liczby  dokumentów  odbywa
się przy każdym wejściu na
listę dokumentów
„<liczba  całkowita>”  –
wartość  oznaczająca,  że
funkcjonalność  jest
włączona,  wpisana  liczba
określa  wyrażony  w
minutach  czas,  po  którym
nastąpi  automatyczne
odświeżenie  danych.

<add key = „MailSendingInterval” value=”1”
/> – parametr, w którym operator określa,
jak często baza danych będzie sprawdzać, czy
są nowe maile (w minutach)
<add  key  =  „DeleteMailsAfterSending”
value=”False”  />  –  od  wersji  2022.0.3
parametr,  w  którym  operator  określa,  czy
wiadomości  email  po  wysłaniu  powinny  być
usuwane  czy  zachowywane  w  tabelach.  Klucz
może przyjmować wartości:

„False”  –  wartość
oznaczająca,  że



zarówno maile, jak I
załączniki  zostaną
zarchiwizowane  w
tabelach po wysłaniu
„True”  –  wartość
oznaczająca,  że
zarówno maile, jak i
załączniki  zostaną
usunięte po wysłaniu

<add  key=„NotAllowedFileExtensionsDM”
value=””  />  –  parametr,  w  ramach  którego
można wpisać rozszerzenia plików, które mają
być  zabronione  przy  dodawaniu  nowych
dokumentów do Managera Dokumentów. Domyślnie
wartość  klucza  jest  pusta  –  jeśli  nie
zostanie  uzupełniona  przez  administratora,
możliwe  będzie  dodawanie  plików  z  każdym
rodzajem rozszerzenia.
<!– <add key=”XLAPIOpeHaslo” value=”haslo” /
/>–> – musi pozostać zakomentowane. Parametr
aktywny jeżeli ustawiono <add key=”WorkMode”
value=”XL” />. Umożliwia pracę na wspólnym
haśle podczas generowania dokumentów.

 

Uwaga
Odkomentowanie  klucza  o  nazwie”XLAPIOpeHaslo”  spowoduje
zamianę wszystkich haseł operatorów Comarch ERP XL na hasło
ustawione w kluczu.
 

<add  key=”DestinationAttachmentsWorkflow”
value=”DO”  />  –  parametr  umożliwia  wybór
bazy, w której przechowywane będą załączniki
dodane do dokumentów:

baza  BPM
(dawniej  DMS)



–  value  =
„DO”,
baza ERP XL –
value = „XL”,
usługa IBARD –
value  =
„IBARD”.

<add  key=”DestinationAttachmentsRepository”
value=”DO”  />  –  parametr  umożliwia  wybór
bazy,  w  której  przechowywane  będą  pliki
dodane  do  Managera  dokumentów  lub  usługi
Comarch BPM (dawniej DMS) Repozytorium:

baza  BPM
(dawniej  DMS)
–  value  =
„DO”,
usługa IBARD –
value  =
„IBARD”.

<add key=”OCRComarchUri” value=”Comarch OCR
Uri” /> – adres serwera usługi Comarch OCR,
na który wysyłane są pliki do rozpoznania w
Comarch OCR.
<add key=”OCRComarchTimeout” value=”15″ /> –
wartość  to  wyrażony  w  minutach  czas,  po
którym  przetwarzanie  pliku  zostanie
przerwane i wyświetlony zostanie błąd (!), a
program  przejdzie  do  przetwarzania
następnego  dokumentu  w  kolejce.
<add key=”Comarch2FAUri” value=”Comarch 2FA
Uri/” /> – adres usługi 2FA z Comarch ERP
Optima.
add  key=”KSeFWorkMode”  value=”Demo”  />  –
klucz  wprowadzony  w  wersji  2024.0.1;
umozliwia  określenie,  czy  Firma  testuje
funkcjonalność wysyłania faktur do KSeF, czy
korzysta  z  niej  produkcyjnie.  Klucz  może



przybierać jedną z następujących wartości:

1.Demo – wartość domyślna; w przypadku wprowadzenia takiej
wartości praca z systemem KSeF odbywa się w trybie Demo;

2.Production – w przypadku wprowadzenia takiej wartości praca
z systemem KSeF odbywa się w trybie Produkcyjnym, czyli wersji
produkcyjnej systemu;

3.Test – w przypadku wprowadzenia takiej wartości praca z
systemem KSeF odbywa się w trybie testowym.

Uwaga
W celu przetestowania współpracy z Comarch BPM na prawdziwych
danych zalecamy korzystanie z trybu Demo.
W kwestii różnic pomiędzy powyższymi trybami zob. Przełączanie
trybu pracy z KSeF

<add  key=„EDorAuthApiUrl”
value=”https://ow.edoreczenia.gov.pl/auth/re
alms/EDOR”  />  –  klucz  dodany  w  wersji
2024.1.0 związany z integracją z usługą e-
Doręczenia;  w  kluczu  znajduje  się  adres
potrzebny do uzyskania tokenu dostępowego do
API Search Engine i User Agent;
<add  key=„EDorUserAgentApiUrl”
value=”https://uaapi-ow.poczta-polska.pl/api
/v2″ /> – klucz dodany w wersji 2024.1.0
związany z integracją z usługą e-Doręczenia;
w ramach klucza określony jest endpoint dla
API Search Engine;
<add  key=„EDorSearchApiUrl”
value=”https://ow.edoreczenia.gov.pl/api/se/
v2″  />  –  klucz  dodany  w  wersji  2024.1.0
związany z integracją z usługą e-Doręczenia;
w ramach klucza określony jest endpoint dla
API User Agent;

 

https://pomoc.comarch.pl/bpm/index.php/dokumentacja/przelaczanie-trybu-pracy-z-ksef/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/przelaczanie-trybu-pracy-z-ksef/


Uwaga
W przypadku korzystania ze środowiska testowego dla usługi e-
Doręczenia należy zmodyfikować wartości kluczy, które dotyczą
e-Doręczeń, jak na poniższej ilustracji:

 

<add key=„EDorMaxMessageSize” value=”15″ />
– klucz dodany w wersji 2024.1.0 związany z
integracją z usługą e-Doręczenia; w ramach
klucza  określony  jest  maksymalny
dopuszczalny rozmiar załączników, które są
przesyłane  w  ramach  usługi  E-Doręczenia.
Aktualnie  wartość  ta  wynosi  15  MB.  Klucz
nieaktywny  w  pierwszej  wersji
funkcjonalności;
<add key=„ChatERPUrl” value=”Chat ERP Url”
/>  –  klucz  dodany  w  wersji  2024.3.0;  w
ramach klucza znajduje się adres URL usługi
Chat ERP;
<add  key=„ChatERPApiKeyEncrypted”
value=”zaszyfrowany  klucz  API”/>  –  klucz
dodany w wersji 2024.3.0; w ramach klucza
znajduje się zaszyfrowany klucz API – jest
to  stała  wartość,  której  nie  należy
edytować;
<!–  <add  key=„ERPSQLServer1”  value=”.”  –
klucz wymagany przy współpracy z Comarch ERP
XL w trybie chmurowym (należy odkomentować).
Należy zdefiniować serwer dla bazy ERP XL.
<!– <add key=”ERPSQLServer2” value=”.” /> –>



– jeżeli ERP XL w trybie chmurowym pracuje
na  więcej  niż  jednym  serwerze,  należy
odkomentować  i  uzupełnić.
<add
key=”DMUsersIdAllowedToReorderDirectiories”
value=”” /> – wartość klucza określa, którzy
operatorzy  są  uprawnieni  do  zarządzania
układem  katalogów  na  drzewie  w  Managerze
dokumentów.  Domyślnie  wartość  klucza  jest
pusta,  oznacza  to,  że  wszyscy  operatorzy
mogą  zarządzać  kolejnością  katalogów  na
drzewie.  Jeżeli  w  kluczu  zostaną  wskazane
identyfikatory operatorów BPM (dawniej DMS)
(DCD_ID),  będzie  to  oznaczać,  że  jedynie
wskazani operatorzy posiadają uprawnienie do
reorganizacji  struktury  katalogów.
Identyfikatory  operatorów  powinny  być
rozdzielane  przecinkiem.
<add  key=”CompanyNameSearchModeEnabled”
value=”false”  />  –  klucz  działa  w  trybie
wielospółkowym, usunięty od wersji 2025.2.0;
wartość „true” powoduje możliwość zawężania
listy wyświetlanych spółek po wpisaniu frazy
w  okno  wyszukiwania.  Jeżeli  wartość  =
„false”, spółkę należy znaleźć i wybrać z
rozwijanej listy.
<add key=„CompanySelectionMode” value=”List”
/> – parametr wprowadzony w wersji 2025.2.0
zamiast  parametru
”CompanyNameSearchModeEnabled”;  dotyczy
kwestii  sposobu  wyboru  spółki  w  oknie
logowania –parametr może przyjąć następujące
wartości:

List  –  wartość  domyślna,  ustawiana
przez  instalator  podczas  instalacji
Comarch  BPM  –  jeśli  wprowadzono  tę
wartość, wówczas operator może wybrać



spółkę  z  listy  dostępnych  spółek  w
oknie logowania;
Search – jeśli wprowadzono tę wartość,
wówczas operator może wyszukać nazwę
spółki wraz z sugerowaną nazwą spółki,
która zawiera wpisaną frazę, na liście
dostępnych spółek w oknie logowania.
Jeśli lista nie zawiera danej frazy,
wówczas  nie  zostanie  wyświetlona
(aplikacja  desktop  i  aplikacja  web)
lub zostanie wyświetlona pusta lista
(aplikacje mobilne);
Text – jeśli wprowadzono tę wartość,
wówczas  operator  powinien  wprowadzić
nazwę spółki ręcznie w polu „Spółka” w
oknie logowania;

<add key=”UseRepository” value=”false” /> –
parametr określający, czy do przechowywania
dokumentów  będzie  używany  moduł  Manager
dokumentów  (wartość  „false”),  czy
funkcjonalność  Comarch  BPM  (dawniej  DMS)
Repozytorium (wartość „true”).
<add  key=”RepositoryUrl”  value=””  />  –  w
przypadku  korzystania  z  funkcjonalności
Comarch  BPM  (dawniej  DMS)  Repozytorium,
należy  wprowadzić  adres  URL  aplikacji
DocumentManager.WebApi,
np. http://localhost/DocumentManager.WebApi
<add  key=„WebClientUrl”  value=”http://<ip
serwera>/DocumentWorkflow.Web”  />  –
wprowadzony  w  wersji  2024.0.0;  klucz,  w
którym  (w  przypadku  korzystania  z
funkcjonalności  Comarch  BPM  (dawniej  DMS)
Repozytorium)  należy  wprowadzić  adres
aplikacji  nowego  klienta  web,
np.  http://localhost/  DocumentWorkflow.Web
(w  wersjach  starszych  niż  2024.0.0  w  tym



miejscu  znajduje  się  klucz  <add
key=”RepositoryClientUrl”  value=””  />  –  w
przypadku  korzystania  z  funkcjonalności
Comarch  BPM  (dawniej  DMS)  Repozytorium,
należy  wprowadzić  adres  URL  aplikacji
DocumentManager.WebClient,http://localhost/D
ocumentManager.WebClient).
<add  key=”PerformanceAnalysisTimeRange”
value=”1000,5000″  />  –  klucz  dostępny  od
wersji 2024.0.0; umożliwia zmianę zakresów
czasowych   informacji  prezentowanych  na
zakładce  „Analiza  wydajności”  w  sekcji
„Statystyki”
<add  key=”MaxLoginAttempts”  value=”5″/>  –
klucz dostępny od wersji 2024.1.1; w ramach
tego  klucza  należy  podać,  jaka  ma  być
maksymalna  liczba  prób  logowania  dla
operatora  zanim  nastąpi  zablokowanie
logowania  –  domyślna  wartość  to  5  (zob.
Blokowanie  logowania  po  kilku  nieudanych
próbach)
<add  key=”LoginBlockTime”  value=”60″/>  –
klucz dostępny od wersji 2024.1.1; w ramach
tego klucza należy podać, po jakim czasie
(liczonym w sekundach) operator będzie mógł
podjąć kolejną próbę logowania, po tym, jak
logowanie  zostało  zablokowane  –  domyślna
wartość to 60 (zob. Blokowanie logowania po
kilku nieudanych próbach)
<add  key=„LegacyDocumentManagerAccess”
value=”false” /> – klucz dostępny od wersji
2025.1.0;  umożliwia  dostęp  do  Menadżera
dokumentów  w  aplikacji  serwerowej  pomimo
braku  możliwości  pracy  w  aplikacji
serwerowej. Klucz może przyjmować wartości:

False  –  wartość  domyślna;  w  takim
przypadku  Menadżer  dokumentów  w

https://pomoc.comarch.pl/dms/index.php/dokumentacja/blokowanie-logowania-po-kilku-nieudanych-probach/
https://pomoc.comarch.pl/dms/index.php/dokumentacja/blokowanie-logowania-po-kilku-nieudanych-probach/
https://pomoc.comarch.pl/dms/index.php/dokumentacja/blokowanie-logowania-po-kilku-nieudanych-probach/
https://pomoc.comarch.pl/dms/index.php/dokumentacja/blokowanie-logowania-po-kilku-nieudanych-probach/


aplikacji  serwerowej  nie  jest
dostępny,  a  po  przejściu  do  adresu
aplikacji serwerowej wyświetlany jest
komunikat „Ta wersja aplikacji Comarch
DMS Web nie jest już dostępna” (zob.
Dodanie  komunikatu  informującego  o
tym,  że  dawna  wersja  aplikacji  web
jest niedostępna );
True  –  jeśli  w  ramach  klucza
wprowadzono  taką  wartość,  wówczas
Menadżer  dokumentów  w  aplikacji
serwerowej  jest  dostępny,  a  po
przejściu  do  adresu  aplikacji
serwerowej operator może się zalogować
–  zostanie  wówczas  otwarte  okno,  w
ramach którego dostępna jest jedynie
zakładka „Manager dokumentów”

<add  key="UseNewModeOfDocumentPermissions"
value="false"  />  -  klucz  dodany  do  pliku
Web.config  w  wersji  2024.3.0  (od  wersji
2024.2.0 możliwe jest samodzielne dopisanie
go  w  ramach  plliku);  domyślna  wartość  to
"false"  -  wówczas  aplikacja  korzysta  ze
starego mechanizmu uprawnień do dokumentów;
jeżeli  operator  zmieni  wartośc  na  "true",
wówczas  zostaje  włączony  nowy  mechanizm
uprawnień do dokumentów (zob. Nowy mechanizm
uprawnień do dokumentów);
<add  key="SaveLogsInDatabase"  value="False"
/>  -  klucz  dodany  w  wersji  2025.2.0;
parametr który umożliwia dokonanie wyboru,
gdzie  powinny  być  zapisywane  logi.  Jeżeli
wartość klucza to:

False  –  wartość  domyślna;  w  takim
przypadku  logi  będą  zapisywane  w
postaci  plików  (jeśli  klucz
„OptimaCloudMode” ma wartość „False”).

https://pomoc.comarch.pl/dms/index.php/dokumentacja/dodanie-komunikatu-informujacego-o-tym-ze-dawna-wersja-aplikacji-web-jest-niedostepna/
https://pomoc.comarch.pl/dms/index.php/dokumentacja/dodanie-komunikatu-informujacego-o-tym-ze-dawna-wersja-aplikacji-web-jest-niedostepna/
https://pomoc.comarch.pl/dms/index.php/dokumentacja/dodanie-komunikatu-informujacego-o-tym-ze-dawna-wersja-aplikacji-web-jest-niedostepna/
https://pomoc.comarch.pl/dms/index.php/dokumentacja/nowy-mechanizm-uprawnien-do-dokumentow/
https://pomoc.comarch.pl/dms/index.php/dokumentacja/nowy-mechanizm-uprawnien-do-dokumentow/


Maksymalny  rozmiar  pliku  to  1  MB  -
jeśli  plik  z  logami  przekroczy  ten
rozmiar, tworzony jest następny w tej
samej  lokalizacji  z  d  odatkowymi
znakami (np. „ _1”). Lokalizacja pliku
jest  zależna  od  obszaru  pracy
aplikacji  (zob.  opisy  poszczególnych
sekcji  dotyczących  logów  w  Comarch
BPM);
True  –  wówczas  logi  będą  zapisywane
wyłącznie w bazie danych Comarch BPM w
tabeli  do.DF_WorkLogEntries  (jeśli
klucz  „OptimaCloudMode”  ma  wartość
„False”).

 

Ustawienia kluczy używane w trybie jednofirmowym:

<add key="CompanyName" value="<nazwa firmy>"
/> - można zdefiniować nazwę firmy, która
zostanie  wyświetlona  w  aplikacji  przed
loginem  zalogowanego  operatora.
<add key="LicenceKeyServerERP" value="<nazwa
serwera  klucza  ERP>"  />  -  należy  wpisać
nazwę serwera licencji dla Comarch ERP XL /
Comarch ERP Optima / Comarch ERP Altum.
<add  key="EnableAnaliticDescription"
value="false" /> - parametr aktywny jeżeli
ustawiono <add key="WorkMode" value="XL" />.
Umożliwia dekretację kosztów i generowanie
dokumentów.
<add  key="AnalitycalDescriptionWorkMode"
value="1"  />  -  parametr  określa  tryb
pobierania  wymiarów  opisu  analitycznego.
Klucz przyjmuje następujące wartości:
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<add key="CdnApiVersion" value="20201" /> -
nr  wersji  systemu  ERP  XL,  z  którym
współpracuje Comarch BPM (dawniej DMS) .



<add key="UrlERP" value="UrlERP" /> - klucz
należy  uzupełnić  przy  konfigurowaniu
współpracy  Comarch  BPM  (dawniej  DMS)  z
Comarch  ERP  Enterprise  (CEE).  Należy
wprowadzić  adres  URL  do  systemu  CEE.  np.
"https://nazwa_aplikacji.cisag.com".  Nie  ma
konieczności uzupełniania klucza w przypadku
pracy w trybie wielospółkowym.
<add  key="CertificateNameERP"
value="CertificateNameERP"  />  -  należy
uzupełnić klucz certyfikatu dla CEE. Nie ma
konieczności uzupełniania klucza w przypadku
pracy w trybie wielospółkowym.
<add  key="RestServiceERP"
value="RestServiceERP" /> -  w kluczu należy
umieścić adres serwisu rest systemu Comarch
ERP Enterprise.
<add  key="DatabaseERP"  value="DatabaseERP"
/> - należy wprowadzić nazwę bazy CEE. Nie
ma  konieczności  uzupełniania  klucza  w
przypadku pracy w trybie wielospółkowym.
<add  key="OrganizationERPId"
value="OrganizationERP"  />  -  należy
wprowadzić unikalny identyfikator (w formie
GUID) domyślnej organizacji w CEE. Nie ma
konieczności uzupełniania klucza w przypadku
pracy w trybie wielospółkowym.
<add  key="OrganizationERPName"
value="DefaultOrganizationIdentifier"  />  -
należy wprowadzić nazwę organizacji nadaną w
systemie Comarch ERP Enterprise.
<!-- <add key="ERPSQLServer1" value="." /> -
->  -  klucz  wymagany  przy  współpracy  z
Comarch ERP XL w trybie chmurowym (należy
odkomentować). Należy zdefiniować serwer dla
bazy ERP XL.
<!-- <add key="ERPSQLServer2" value="." /> -



->  -  jeżeli  ERP  XL  w  trybie  chmurowym
pracuje  na  więcej  niż  jednym  serwerze,
należy  odkomentować  i  uzupełnić.

 

Rozpoczynasz  pracę  z  Comarch  BPM  (dawniej  DMS)  i  chcesz
dowiedzieć się, jak korzystać z programu? A może masz już
podstawową  wiedzę  o  Comarch  BPM  (dawniej  DMS)  i  chcesz
dowiedzieć się więcej?

Sprawdź Szkolenia Comarch BPM (dawniej DMS) !

 

Powrót do początku artykułu

Połączenia z ERP
Po włączeniu wielofirmowego trybu pracy w Comarch DMS poprzez
zmianę  wartości  klucza  „MultiCompany=true”  w  pliku
konfiguracyjnym  Web.config,  udostępniona  zostaje  zakładka
„Połączenia z ERP”, na której definiowane są spółki.

W ramach zakładki dostępne są następujące przyciski:

 [Dodaj] – opcja dodania nowej spółki

 [Zapisz] – opcja zapisu danych

 [Usuń]  –  opcja  umożliwiająca  usunięcie  zdefiniowanej
spółki (po uprzednim kliknięciu na nią)

https://pomoc.comarch.pl/dms/index.php/dokumentacja/szkolenia-comarch-dms/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/polaczenia-z-erp/


[ChatERP] – przycisk dodany w wersji 2024.3.0; otwiera
okno ChatERP (zob. Korzystanie z ChatERP w aplikacji desktop
Comarch DMS).

 

Widoczna jest również lista dodanych spółek. Po kliknięciu na
nazwę  danej  spółki  na  liście  informacje  o  tej  spółce  są
pokazywane na prawym panelu.

 

Lista utworzonych spółek

 

https://pomoc.comarch.pl/dms/index.php/dokumentacja/integracja-z-chat-erp-2/
https://pomoc.comarch.pl/dms/index.php/dokumentacja/integracja-z-chat-erp-2/


Definicja spółki

 

 

Uwaga
Pojawienie się listy spółek w polu „Nazwa spółki” może zająć
kilka sekund – wynika to z czasu potrzebnego na próbę pobrania
spółek.
 



Widok ze wzorem danych uzupełnionych dla współpracy z CEE

 

Definiowanie nowej spółki

Nową spółkę operator dodaje po przyciśnięciu ikony  Na
prawym panelu pojawia się lista pól do wypełnienia danymi
nowej spółki.

 

 –  wskazanie



rodzaju  tworzonej  spółki;  oprócz  Enterprise  możliwe  jest
utworzenie spółek Standalone, Comarch ERP Altum, Comarch ERP
XL i Comarch ERP Optima.

 

 – w tym polu należy
wpisać adres Comarch ERP Enterprise

 

 –  w  tym  polu
należy  wkleić
services/rest/com.sem.ext.app.dms.rest.DataExchangeService

 

 –  w  tym  polu  należy
wpisać  nazwę  certyfikatu  według  schematu  „CN=<nazwa
certyfikatu>, E=<email admina>, OU=<nazwa działu firmy>, O=
<nazwa firmy>, C=<skrót kraju firmy>” (nazwa certyfikatu jest
widoczna podczas potwierdzania certyfikatu przy logowaniu do
Comarch ERP Enterprise)

 

 – w tym polu należy
wpisać  nazwę  bazy  Comarch  ERP  Enterprise  –  nazwy  baz  są
widoczne po wejściu na stronę Comarch ERP Enterprise

 –  w  tympolu  należy
wybrać  spółkę  z  listy  dostępnych  spółek  (jeśli  poprzednie
kroki wykonano poprawnie, powinna się rozwinąć po kliknięciu w
pole)

 



 –  skrót  nazwy
spółki (max 5 znaków)

 

 –  pole
dodane w wersji 2024.0.0; w ramach tego pola należy wprowadzić
NIP firmy, dla której ma odbywać się współpraca z KSeF;

 

 – pole dodane w
wersji 2024.0.0; w ramach tego pola należy wprowadzić token
uwierzytelniający w KSeF

Istnieje możliwość wygenerowania tokenu KSeF z poziomu Comarch

DMS. W tym celu należy kliknąć w link  [Wygeneruj
token] znajdujący się obok pola „Token KSeF”, a następnie w
oknie  „Wybierz  certyfikat”  wybrać  odpowiedni  certyfikat
uwierzytelniający.  Po  wyborze  certyfikatu  zostanie
wygenerowany  token  KSeF,  który  zostanie  automatycznie
wprowadzony  w  ramach  pola  „Token  KSeF”.

 

Uwaga

W wersji 2024.0.1 w pliku Web.config w folderze aplikacji
serwerowej (dawnej web) dodano klucz add key=”KSeFWorkMode”
value=”Demo”  />  –  klucz  umozliwia  określenie,  czy  Firma
testuje funkcjonalność wysyłania faktur do KSeF, czy korzysta
z niej produkcyjnie.
Klucz może przybierać jedną z następujących wartości:

1.Demo – wartość domyślna; w przypadku wprowadzenia takiej
wartości praca z systemem KSeF odbywa się w trybie Demo;



2.Production – w przypadku wprowadzenia takiej wartości praca
z systemem KSeF odbywa się w trybie Produkcyjnym, czyli wersji
produkcyjnej systemu;

3.Test – w przypadku wprowadzenia takiej wartości praca z
systemem KSeF odbywa się w trybie testowym.

Uwaga
W celu przetestowania współpracy z Comarch BPM na prawdziwych
danych zalecamy korzystanie z trybu Demo.
W kwestii różnic pomiędzy powyższymi trybami zob. Przełączanie
trybu pracy z KSeF

 

Uwaga
Aby  wygenerować  token  konieczne  jest  zainstalowanie
kwalifikowanego  podpisu/pieczęci,  za  pomocą  którego  możliwe
jest uwierzytelnienie się na stronach ministerstwa.
 

Aby  wygenerować  token  uwierzytelniający,  należy  najpierw
uzupełnić pole „NIP Firmy”. Jeżeli użytkownik nie uzupełni

pola „NIP Firmy” i naciśnie link  [Wygeneruj
token], wówczas zostanie wyświetlony następujący komunikat:

Komunikat  wyświetlany,
jeśli  nie  wpisano
numeru NIP w polu „NIP

https://pomoc.comarch.pl/bpm/index.php/dokumentacja/przelaczanie-trybu-pracy-z-ksef/
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Firmy”, ale naciśnięto
link „Wygeneruj token”

 

 –  pole
przeniesione do zakładki w wersji 2024.2.0; adres skrzynki e-
Doręczeń, pochodzący bezpośrednio ze skrzynki;

 

Uwaga
W przypadku korzystania ze środowiska testowego dla usługi e-
Doręczenia w pliku web.config w folderze z aplikacją serwerową
należy zmodyfikować wartości kluczy, które dotyczą e-Doręczeń,
jak na poniższej ilustracji:

Wskazówka
Weryfikacja domeny: Nazwa domeny (CN) podana podczas tworzenia
CSR nie jest bezpośrednio weryfikowana podczas komunikacji z
e-Doręczeniami. Głównym elementem uwierzytelniania jest klucz
prywatny (plik w formacie PEM).

Certyfikat:  Plik  CSR  jest  wykorzystywany  do  wygenerowania
certyfikatu, ale w samej komunikacji weryfikacja odbywa się
poprzez token JWT generowany przy użyciu klucza prywatnego.
Domena  z  certyfikatu  nie  jest  sprawdzana  względem  domeny
serwera IIS i RDP.

Oznacza  to,  że  potencjalnie  można  skonfigurować  system  e-



Doręczeń na serwerze o innej domenie niż ta podana w CSR,
jeśli  poprawnie  skonfigurowane  są  adres  skrzynki,  nazwa
systemu i klucz prywatny.

Klucz prywatny jest kluczowym elementem uwierzytelniania, nie
sama domena serwera.

Przykładowy adres do e-Doręczeń, który należy wprowadzić w
polu „Adres skrzynki”

 

 – pole
przeniesione  do  zakładki  w  wersji  2024.2.0;  nazwa  systemu
Comarch DMS integrowanego z usługa e-Doręczenia, którą dodano
podczas  konfiguracji  skrzynki  e-Doręczenia  w  ramach  pola
„Systemy”.

 



Wskazówka
Instrukcja dodania zewnętrznego systemu w usłudze e-Doręczenia
jest dostępna pod adresem:

https://www.gov.pl/attachment/07a8c8c5-b329-44cf-9e08-ed7c497f
6d1c

 

Przykładowa  nazwa  systemu  dodana  w  polu  „System”  podczas
konfiguracji skrzynki e-Doręczenia, którą należy wprowadzić w
polu „Nazwa systemu wprowadzona w konfiguracji skrzynki e-
Doręczenia”

 

 – pole (przeniesione do zakładki w
wersji 2024.2.0), w którym należy dodać klucz prywatny, który
jest  pozyskiwany  w  procesie  generowania  certyfikatu  –
dostarczony razem z certyfikatem. Aby dodać klucz prywatny,

należy kliknąć w przycisk  , dostępny w ramach pola, a
następnie  w  ramach  otwartego  okna  systemowego  wybrać

https://www.gov.pl/attachment/07a8c8c5-b329-44cf-9e08-ed7c497f6d1c
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odpowiedni  klucz  PEM  i  kliknąć  w  przycisk  
[Otwórz]. Klucz prywatny, który dodano do definicji punktu

ACD, może zostać usunięty z punktu za pomocą ikony  lub

zapisany na dysku za pomocą ikony  .

 

Uwaga
W  kwestiach  dotyczących  pozyskiwania  certyfikatu  i  klucza
prywatnego do konfiguracji usługi e-Doręczenia zob. Krajowy
System e-Doręczenia
 

Wprowadzone dane należy zapisać, używając przycisku dyskietki 

  [Zapisz].

Integracje  (dawna  zakładka
„KSeF”)
W wersji 2024.0.0 dodano zakładkę „KSeF”. W wersji 2024.2.0
nazwa zakładki została zmieniona na „Integracje”.

Zakładka  „Integracje”  jest  dostępna  jedynie  w  trybie
jednospółkowym i służy do wprowadzenia danych potrzebnych do
uwierzytelnienia  w  KSeF  oraz  (od  wersji  2024.2.0)  danych
wymaganych  do  pobierania  i  wysyłania  wiadomości  w  ramach
integracji z usługą e-Doręczenia.

Od wersji 2024.2.0 zakładka dzieli się na dwie sekcje:
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Integracja z usługą KSeF
Integracja z usługą e-Doręczenia

 

Zakładka „Integracje”

 

Integracja z usługą KSeF
W ramach zakładki dostępne są dwa pola:

NIP firmy – w ramach tego pola należy wprowadzić NIP
firmy, dla której ma odbywać się współpraca z KSeF
Token KSeF – w ramach tego pola należy wprowadzić token
uwierzytelniający w KSeF

Uwaga
Jeśli  autoryzacja  przez  token  zakończy  się  niepowodzeniem,



wówczas  podczas  próby  importu  dokumentów  z  KSeF  zostanie
wyświetlone  okno  z  certyfikatami,  w  ramach  którego  należy
wskazać właściwy certyfikat.

Uwaga
Jeśli Comarch DMS pracuje w trybie wielospółkowym, wówczas
należy uzupełnić pola „NIP firmy” i „Token KSeF” na zakładce
„Połączenia z ERP” (zob. przykładowo Połączenia z ERP).

Uwaga

W wersji 2024.0.1 w pliku Web.config w folderze aplikacji
serwerowej (dawnej web) dodano klucz add key=”KSeFWorkMode”
value=”Demo”  />  –  klucz  umozliwia  określenie,  czy  Firma
testuje funkcjonalność wysyłania faktur do KSeF, czy korzysta
z niej produkcyjnie.
Klucz może przybierać jedną z następujących wartości:

1.Demo – wartość domyślna; w przypadku wprowadzenia takiej
wartości praca z systemem KSeF odbywa się w trybie Demo;

2.Production – w przypadku wprowadzenia takiej wartości praca
z systemem KSeF odbywa się w trybie Produkcyjnym, czyli wersji
produkcyjnej systemu;

3.Test – w przypadku wprowadzenia takiej wartości praca z
systemem KSeF odbywa się w trybie testowym.

Uwaga
W celu przetestowania współpracy z Comarch BPM na prawdziwych
danych zalecamy korzystanie z trybu Demo.
W kwestii różnic pomiędzy powyższymi trybami zob. Przełączanie
trybu pracy z KSeF

 

Istnieje możliwość wygenerowania tokenu KSeF z poziomu Comarch

DMS.  W  tym  celu  należy  kliknąć  w  link  
[Wygeneruj token] znajdujący się obok pola „Token KSeF”, a
następnie  w  oknie  „Wybierz  certyfikat”  wybrać  odpowiedni

https://pomoc.comarch.pl/dms/index.php/dokumentacja/elementy-zakladki-polaczenia-z-erp-optima/
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certyfikat uwierzytelniający.

Po wyborze certyfikatu zostanie wygenerowany token KSeF, który
zostanie automatycznie wprowadzony w ramach pola „Token KSeF”.

Wprowadzone  zmiany  należy  zapisać  za  pomocą  przycisku

 [Zapisz], dostępnego w ramach sekcji.

 

Uwaga
Aby  wygenerować  token  konieczne  jest  zainstalowanie
kwalifikowanego  podpisu/pieczęci,  za  pomocą  którego  możliwe
jest uwierzytelnienie się na stronach ministerstwa.
 

Wybór certyfikatu po kliknięciu w link „Wygeneruj token”

 



Sekcja „Integracja z usługą KSeF” z uzupełnionymi polami

 

Aby  wygenerować  token  uwierzytelniający,  należy  najpierw
uzupełnić pole „NIP Firmy”.

Jeżeli użytkownik nie uzupełni pola „NIP Firmy” i naciśnie

link   [Wygeneruj  token],  wówczas  zostanie
wyświetlony następujący komunikat.

Komunikat  wyświetlany,
jeśli  nie  wpisano



numeru NIP w polu „NIP
Firmy”, ale naciśnięto
link „Wygeneruj token”

 

Integracja z usługą e-Doręczenia

Uwaga
Jeśli Comarch DMS pracuje w trybie wielospółkowym, wówczas
należy  uzupełnić  pola  „Adres  skrzynki”,  „Nazwa  systemu
wprowadzona  w  konfiguracji  skrzynki  e-Doręczenia”  i  „Klucz
prywatny” na zakładce „Połączenia z ERP” (zob. przykładowo
Połączenia z ERP).
 

Uwaga
W przypadku korzystania ze środowiska testowego dla usługi e-
Doręczenia w pliku web.config w folderze z aplikacją serwerową
należy zmodyfikować wartości kluczy, które dotyczą e-Doręczeń,
jak na poniższej ilustracji:

 

Uwaga
W  kwestiach  dotyczących  pozyskiwania  certyfikatu  i  klucza
prywatnego do konfiguracji usługi e-Doręczenia zob. Krajowy
System e-Doręczenia
 

Wskazówka
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Weryfikacja domeny: Nazwa domeny (CN) podana podczas tworzenia
CSR nie jest bezpośrednio weryfikowana podczas komunikacji z
e-Doręczeniami. Głównym elementem uwierzytelniania jest klucz
prywatny (plik w formacie PEM).

Certyfikat:  Plik  CSR  jest  wykorzystywany  do  wygenerowania
certyfikatu, ale w samej komunikacji weryfikacja odbywa się
poprzez token JWT generowany przy użyciu klucza prywatnego.
Domena  z  certyfikatu  nie  jest  sprawdzana  względem  domeny
serwera IIS i RDP.

Oznacza  to,  że  potencjalnie  można  skonfigurować  system  e-
Doręczeń na serwerze o innej domenie niż ta podana w CSR,
jeśli  poprawnie  skonfigurowane  są  adres  skrzynki,  nazwa
systemu i klucz prywatny.

Klucz prywatny jest kluczowym elementem uwierzytelniania, nie
sama domena serwera.

 

W ramach zakładki dostępne są trzy pola:

Adres skrzynki – adres skrzynki e-Doręczeń, pochodzący
bezpośrednio ze skrzynki;

 



Przykładowy adres do e-Doręczeń, który należy wprowadzić w
polu „Adres skrzynki”

 

Nazwa  systemu  wprowadzona  w  konfiguracji  skrzynki  e-
Doręczenia – nazwa systemu Comarch DMS integrowanego z
usługa e-Doręczenia, którą dodano podczas konfiguracji
skrzynki e-Doręczenia w ramach pola „Systemy”.

 

Wskazówka
Instrukcja dodania zewnętrznego systemu w usłudze e-Doręczenia
jest dostępna pod adresem:

https://www.gov.pl/attachment/07a8c8c5-b329-44cf-9e08-ed7c497f
6d1c
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Przykładowa  nazwa  systemu  dodana  w  polu  „System”  podczas
konfiguracji skrzynki e-Doręczenia, którą należy wprowadzić w
polu „Nazwa systemu wprowadzona w konfiguracji skrzynki e-
Doręczenia”

 

Klucz  prywatny  –  pole,  w  którym  należy  dodać  klucz
prywatny, który jest pozyskiwany w procesie generowania
certyfikatu  –  dostarczony  razem  z  certyfikatem.  Aby

dodać klucz prywatny, należy kliknąć w przycisk  ,
dostępny w ramach pola, a następnie w ramach otwartego
okna systemowego wybrać odpowiedni klucz PEM i kliknąć w

przycisk  [Otwórz]. Klucz prywatny, który
dodano do definicji punktu ACD, może zostać usunięty z

punktu za pomocą ikony  lub zapisany na dysku za

pomocą ikony  .

Wprowadzone  zmiany  należy  zapisać  za  pomocą  przycisku
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 [Zapisz], dostępnego w ramach sekcji.

 

Wskazówka
W kwestii:

1. pobierania wiadomości z usługi e-Doręczenia zob. Integracja
Comarch DMS z systemem e-Doręczenia – pobieranie wiadomości

2.  wysyłania  wiadomości  w  ramach  usługi  e-Doręczenia
zob.  Wysyłanie  wiadomości  do  usługi  e-Doręczenia

 

Wybór klucza PEM w polu „Klucz prywatny”

 

Rozpoczynasz pracę z Comarch DMS i chcesz dowiedzieć się, jak

https://pomoc.comarch.pl/dms/index.php/dokumentacja/integracja-comarch-dms-z-systemem-e-doreczenia-pobieranie-wiadomosci/
https://pomoc.comarch.pl/dms/index.php/dokumentacja/integracja-comarch-dms-z-systemem-e-doreczenia-pobieranie-wiadomosci/
https://pomoc.comarch.pl/dms/index.php/dokumentacja/wysylanie-wiadomosci-do-uslugi-e-doreczenia/


korzystać z programu? A może masz już podstawową wiedzę o
Comarch DMS i chcesz dowiedzieć się więcej?

Sprawdź Szkolenia Comarch DMS!

 

Powrót do początku artykułu

Definiowanie  punktu
konfiguracyjnego  (Import
dokumentów zakupu z KSeF)
W wersji 2024.0.0 został dodany nowy typ punktu ACD, który
służy  do  współpracy  z  KSeF  –  „Import  dokumentów  zakupu  z
KSeF”.

 

Uwaga

W wersji 2024.0.1 w pliku Web.config w folderze aplikacji
serwerowej (dawnej web) dodano klucz add key=”KSeFWorkMode”
value=”Demo”  />  –  klucz  umozliwia  określenie,  czy  Firma
testuje funkcjonalność wysyłania faktur do KSeF, czy korzysta
z niej produkcyjnie.
Klucz może przybierać jedną z następujących wartości:

1.Demo – wartość domyślna; w przypadku wprowadzenia takiej
wartości praca z systemem KSeF odbywa się w trybie Demo;

2.Production – w przypadku wprowadzenia takiej wartości praca
z systemem KSeF odbywa się w trybie Produkcyjnym, czyli wersji
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produkcyjnej systemu;

3.Test – w przypadku wprowadzenia takiej wartości praca z
systemem KSeF odbywa się w trybie testowym.

Uwaga
W celu przetestowania współpracy z Comarch BPM na prawdziwych
danych zalecamy korzystanie z trybu Demo.
W kwestii różnic pomiędzy powyższymi trybami zob. Przełączanie
trybu pracy z KSeF

 

Zakładka Tryb współpracy

Aby  utworzyć  punkt  konfiguracyjny  typu  „Import  dokumentów
zakupu  z  KSeF”  należy  w  oknie  „Automatyczne  generowanie
dokumentów” dodać nowy punkt konfiguracyjny za pomocą ikony

 , a następnie na liście trybów pracy punktu wybrać
opcję „Import dokumentów zakupu z KSeF” .

 

https://pomoc.comarch.pl/bpm/index.php/dokumentacja/przelaczanie-trybu-pracy-z-ksef/
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Punkt konfiguracyjny typu „Import dokumentów zakupu z KSeF” ,
zakładka „Tryb współpracy”

 

Zakładka Ogólne

Wygląd zakładki „Ogólne” jest zależny od trybu pracy Comarch
BPM (dawniej DMS).

W trybie jednospółkowym na zakładce należy w ramach pola:

Nazwa  punktu  –  określić  nazwę  pod  jaką  punkt
konfiguracyjny będzie widoczny na liście punktów;
Typ obiegu – wskazać typ obiegu, w ramach którego będą
generowane dokumenty zawierające dane z KSeF.



Jeżeli  Comarch  BPM  (dawniej  DMS)  pracuje  w  trybie
jednospółkowym,  wówczas  komunikacja  z  KSeF  odbywa  się  na
podstawie  danych  (numeru  NIP  firmy  oraz  tokena
uwierzytelniającego), które zostały podane w ramach zakładki

„KSeF” na zakładce  [Ustawienia].(zob. Integracje (dawna
zakładka „KSeF”)).

 

Widok zakładki „Ogólne” na definicji punktu ACD typu „Import
dokumentów  zakupu  z  KSeF”  z  polami  atrybutów  (przed
uzupełnieniem,  tryb  jednofirmowy)

W trybie wielospółkowym na zakładce należy w ramach pola:

Nazwa  punktu  –  określić  nazwę  pod  jaką  punkt
konfiguracyjny będzie widoczny na liście punktów;

https://pomoc.comarch.pl/dms/index.php/dokumentacja/ksef/
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Spółka – wskazać spółkę, dla której będzie odbywać się
komunikacja z KSeF – na podstawie numeru NIP oraz/albo
tokenu,  które  zostały  zapisane  podczas  konfiguracji
danej spółki na zakładce „Połączenia z ERP” na zakładce

 [Ustawienia].(zob. Połączenia z ERP). Zapytania,
które  są  wprowadzane  na  zakładkach  „Lista”  oraz
„Kontrolki”  również  są  wykonywane  w  kontekście  bazy
danej spółki;
Typ obiegu – wskazać typ obiegu, w ramach którego będą
generowane dokumenty zawierające dane z KSEF.

 

Widok zakładki „Ogólne” na definicji punktu ACD typu „Import
dokumentów  zakupu  z  KSeF”  z  polami  atrybutów  (przed
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uzupełnieniem,  tryb  wielofirmowy)

 

W  wersji  2025.0.0  na  zakładce  „Ogólne”  na  punkcie
konfiguracyjnym punktu ACD typu „Import dokumentów zakupu z
KSeF” dodano pole „Nazwy atrybutów na liście dokumentów w
punkcie ACD”, w ramach którego dostępne są pola: „Atrybut 1”,
Atrybut  2”  i  „Atrybut  3”.   Nowo  dodane  pola  umożliwiają
wprowadzenie dodatkowych informacji opisujących daną fakturę,
co  pozwala  na  bardziej  szczegółową  identyfikację  i
klasyfikację  dokumentów  w  procesie  ich  przetwarzania.

W ramach pól „Atrybut 1”, „Atrybut 2” i „Atrybut 3” można
zdefiniować maksymalnie 3 nazwy dodatkowych pól (atrybutów),
które będą widoczne na liście dokumentów w punkcie ACD jako
nazwy kolumn.

Informacje o nazwach atrybutów/kolumn są dostępne w tabeli
do.DF_ConfAPDictionary.

Jeśli uprawniony operator nie wprowadzi żadnej nazwy atrybutu,
wówczas  kolumny  z  atrybutami  nie  zostaną  utworzone,  a  na
liście  dokumentów  będzie  widoczna  tylko  jedna  kolumna
„Dokument”.

Jeżeli operator wprowadzi wartość w jednym z dodatkowych pól
(atrybutów), wówczas na liście będzie widoczna jedna dodatkowa
kolumna z taką nazwą, jaką wprowadzono w polu; analogicznie,
jeśli  uzupełniono  dwa  pola,  będą  widoczne  dwie  dodatkowe
kolumny.

 



Widok zakładki „Ogólne” na definicji punktu ACD typu „Import
dokumentów zakupu z KSeF” z polami atrybutów (z przykładowym
uzupełnieniem, tryb jednofirmowy)

 

 

Zakładka Lista

Na zakładce „Lista”, analogicznie do pozostałych trybów pracy
punktów  konfiguracyjnych,  należy  za  pomocą  zapytania  SQL
określić listę dokumentów, która będzie wyświetlana w oknie
ACD po pobraniu plików z KSeF.

 

Uwaga
W  wersji  2025.0.0  nastąpiła  zmiana  zapytania  SQL



wyświetlającego  listę  dokumentów  (zob.  poniższy  przykład).
Zapytanie można skopiować z sekcji „Przykład”, dostępnej w
ramach zakładki „Lista”.
Zapytanie  SQL  wprowadzone  na  zakładce  „Lista”  w  ramach
konfiguracji punktu ACD typu „Import dokumentów zakupu z KSeF”
jest odmienne od zapytań SQL dla innych typów punktów ACD,
różni się także od zapytania SQL dotychczas wprowadzanego w
ramach punktu ACD typu „Import dokumentów zakupu z KSeF”.

 

Przyklad
Przykład zapytania wyświetlającego listę dokumentów.

BEGIN TRY
select d.KSD_ID, NULL, KSD_NumerFaktury, KSD_Tag1, KSD_Tag2,
KSD_Tag3
from do.KS_Documents d
left join do.KS_WorkAPProcess W on d.KSD_ID = KSW_DocumentID
/*tabela przeprocesowanych dokumentów*/
left  join  do.KS_DocumentHeaders  dh  on  d.KSD_ID  =
dh.KSH_DocumentId
left  join  do.KS_DocumentContractors  dc  on  d.KSD_ID  =
dc.KSC_DocumentID
where KSW_APDId=@PointId@ -- id punktu ACD
and KSW_OperatorID=@IdOperatorBPM@ /*dodatkowy warunek, aby na
liście  operator  widział  dokumenty  przeprocesowane  przez
siebie*/
and ((@InvoiceStatus@ = 0 and KSW_Status <> 5 and KSW_Archival
= 0) OR (@InvoiceStatus@ = 1 and KSW_Archival = 1) OR
(@InvoiceStatus@ = 2 and KSW_Status = 5) OR @InvoiceStatus@ =
3)
and (nullif(@SearchText@,'') is null OR (@SearchText@ <> ''
and KSD_NumerFaktury LIKE '%' + @SearchText@ + '%'))
and (@Nip@ is null OR dc.KSC_PodatnikNIP = @Nip@)
and  (@DateFrom@  is  null  or  dh.KSH_DataWytworzeniaFa  >=
@DateFrom@)
and (@DateTo@ is null or dh.KSH_DataWytworzeniaFa <= @DateTo@)
and  (@GrossAmountFrom@  is  null  or  KSD_SumaBrutto  >=
@GrossAmountFrom@)
and  (@GrossAmountTo@  is  null  or  KSD_SumaBrutto  <=



@GrossAmountTo@)
and  (@InvoiceType@  is  null  or  KSD_RodzajFaktury  =
@InvoiceType@)
END TRY
BEGIN CATCH
DECLARE  @ErrorMessage  varchar(max)  =  'W  zapytaniu  wystąpił
błąd : ' + ERROR_MESSAGE();
THROW 50001, @ErrorMessage ,1;
END CATCH

 

Punkt konfiguracyjny typu „Import dokumentów zakupu z KSeF”,
zakładka „Lista”



 

Można  wprowadzić  alternatywne  wersje  zapytania  –  w  takim
przypadku,  jeśli  wyszukiwanie  na  liście  w  punkcie  ACD  ma
uwzględniać wszystkie dane, jakie są na niej widoczne, należy
analogicznie zmodyfikować także warunki wyszukiwania – np. tak
jak w poniższym przykładzie.

 

Przyklad
Przykład zapytania na zakładce Lista, w wyniku którego na
liście dokumentów w punkcie ACD:

w  ramach  kolumny  „Dokument”  oprócz  numeru  dokumentu
wyświetlane są dodatkowe dane: data wystawienia, nazwa
kontrahenta i NIP kontrahenta
dostępne są kolumny 3 atrybutów (o nazwach określonych
na zakładce „Ogólne”)
wyszukiwanie odbywa się w zakresie wszystkich czterech
kolumn  („Dokument”  z  dodatkowymi  informacjami  oraz  w
kolumnach atrybutów)

 BEGIN TRY
    SELECT  d.KSD_Id,  NULL,  KSD_NumerFaktury  +  '  |  '  +
CONVERT(varchar,  KSD_Datawystawienia,  104)  +  '  |  '  +
KSC_PodatnikNazwa  +  '  |  '  +  KSC_PodatnikNIP,  KSD_Tag1,
KSD_Tag2, KSD_Tag3
     from do.KS_Documents d 
     left  join  do.KS_WorkAPProcess  W  on  d.KSD_ID  =
KSW_DocumentID  /*tabela przeprocesowanych dokumentów*/ 
     left  join  do.KS_DocumentHeaders  dh  on  d.KSD_ID  =
dh.KSH_DocumentId
     left join do.KS_DocumentContractors dc on d.KSD_ID =
dc.KSC_DocumentID
     where KSW_APDId=@PointId@ -- id punktu ACD 
     and KSW_OperatorID=@IdOperatorBPM@ /*dodatkowy warunek,
aby na liście operator widział dokumenty przeprocesowane przez
siebie*/



     and ((@InvoiceStatus@ = 0 and KSW_Status <> 5 and
KSW_Archival = 0) OR (@InvoiceStatus@ = 1 and KSW_Archival =
1) OR
         (@InvoiceStatus@ = 2 and KSW_Status = 5) OR
@InvoiceStatus@ = 3)
     and (nullif(@SearchText@,'') is null OR (@SearchText@ <>
''  and  KSD_NumerFaktury  +  '  |  '  +CONVERT(varchar,
KSD_Datawystawienia, 104) + ' | ' + KSC_PodatnikNazwa + ' | '
+ KSC_PodatnikNIP LIKE '%' + @SearchText@ + '%'))
     OR  (@SearchText@  <>  ''  and  KSD_Tag1  LIKE  '%'  +
@SearchText@ + '%') 
     OR  (@SearchText@  <>  ''  and  KSD_Tag2  LIKE  '%'  +
@SearchText@ + '%') 
     OR  (@SearchText@  <>  ''  and  KSD_Tag3  LIKE  '%'  +
@SearchText@ + '%')
     and (@Nip@ is null OR dc.KSC_PodatnikNIP = @Nip@)
     and (@DateFrom@ is null or dh.KSH_DataWytworzeniaFa >=
@DateFrom@)
     and (@DateTo@ is null or dh.KSH_DataWytworzeniaFa <=
@DateTo@)
     and (@GrossAmountFrom@ is null or KSD_SumaBrutto >=
@GrossAmountFrom@)
     and  (@GrossAmountTo@  is  null  or  KSD_SumaBrutto  <=
@GrossAmountTo@)
     and  (@InvoiceType@  is  null  or  KSD_RodzajFaktury  =
@InvoiceType@)
 END TRY
 BEGIN CATCH
  DECLARE @ErrorMessage varchar(max) = 'W zapytaniu wystąpił
błąd : ' + ERROR_MESSAGE();
  THROW 50001,  @ErrorMessage ,1;   
 END CATCH

 



Lista  dokumentów  w  punkcie  AC,  jeśli  zastosowano  powyższe
zapytanie na zakładce „Lista” – na liście widoczne są: kolumna
„Dokument”  z  dodatkowymi  informacjami  i   oczekujące  na
uzupelnienie kolumny atrybutów (Towar, Wartość netto i Wartość
brutto)

 

Uwaga
W kolumnach atrybutów znajdują się jedynie wartości tekstowe.
 

Wyszukiwanie  po  fragmencie  tekstu  dostępnym  w  kolumnie
„Dokument”

 

Zakładka Kontrolki



Na zakładce „Kontrolki” za pomocą zapytań SQL należy wskazać
wartości, które będą wyświetlane w poszczególnych kontrolkach
po pobraniu dokumentów z KSeF.

Przykłady zapytań SQL dla faktur pobranych z KSeF są dostępne
w artykule: Przykłady zapytań SQL w zakładce Kontrolki dla
punktu ACD „Import dokumentów zakupu z KSeF”

Od wersji 2024.3.0 operator może dodawać plik pdf z dokumentem
KSeF do kontrolki typu Załącznik. W tym celu powinien w ramach
konfiguracji punktu ACD typu „Import dokumentów zakupu z KSeF”
wykonać kolejno następujące czynności:

na zakładce „Ogólne” w polu „Typ obiegu” wybrać typ
obiegu, w ramach którego znajduje się kontrolka typu
Załącznik;
na zakładce „Kontrolki” wybrać kontrolkę typu Załącznik
i  w  ramach  pola  po  prawej  stronie  okna  wprowadzić
zapytanie  SQL  –  w  poniższym  przykładzie  nazwą  pliku
będzie nazwa faktury:

Select KSD_SourceContent,

CASE

WHEN  KSD_NumerFaktury  LIKE  '%/%'  THEN
CONCAT(REPLACE(KSD_NumerFaktury,  '/',  '_'),  '.pdf')

ELSE CONCAT(KSD_NumerFaktury, '.pdf')

END AS modified_column

from do.KS_Documents

where KSD_ID=@Id1@

 

https://pomoc.comarch.pl/dms/index.php/dokumentacja/przyklady-zapytan-sql-w-zakladce-kontrolki-dla-punktu-acd-import-dokumentow-zakupu-z-ksef/
https://pomoc.comarch.pl/dms/index.php/dokumentacja/przyklady-zapytan-sql-w-zakladce-kontrolki-dla-punktu-acd-import-dokumentow-zakupu-z-ksef/


Uwaga
W przypadku zastosowania powyższego zapytania jeżeli w nazwie
faktury występuje znak /, zostanie zamieniony na _ .
 

Uwaga
Należy pamiętać, że w odróżnieniu od innych zapytań SQL w
przypadku wprowadzania zapytania dla kontrolki typu Załącznik
w ramach zakładki „Kontrolki” podczas konfiguracji punktu ACD
typu „Import dokumentów zakupu z KSeF” konieczne jest dodanie
frazy ‘.pdf’, tak, jak przedstawiono w powyższym przykładzie.
 

Wprowadzanie zapytania dla kontrolki typu Załącznik w ramach
zakładki  „Kontrolki”  podczas  konfiguracji  punktu  ACD  typu
„Import dokumentów zakupu z KSeF”

 



Punkt konfiguracyjny typu „Import dokumentów zakupu z KSeF”,
zakładka „Kontrolki”

 

Od wersji 2025.0.0 w ramach zakładki „Kontrolki” uprawniony
operator może zdefiniować zapytanie SQL, które przeniesie dane
z wybranego atrybutu na określoną kontrolkę typu Tekst.

 

Uwaga
Zapytania SQL dla poszczególnych atrybutów:

Dla pola „Atrybut 1”

select KSD_Tag1 from do.KS_Documents where KSD_ID=@Id1@

Dla pola „Atrybut 2”



select KSD_Tag2 from do.KS_Documents where KSD_ID=@Id1@

Dla pola „Atrybut 3”

select KSD_Tag3 from do.KS_Documents where KSD_ID=@Id1@

 

Wprowadzanie  na  zakładce  „Kontrolki”  zapytania,  które
przeniesie dane z pola „Atrybut 3” do kontrolki typu Tekst
„Forma płatności”

 

W wersji 2025.1.0 umożliwiono zapis pliku XML z KSeF do bazy
Comarch BPM (dawniej DMS), tak, aby możliwe było dodanie go w
ramach kontrolki typu Załącznik.

W  tym  celu  podczas  konfiguracji  punktu  ACD  typu  „Import
dokumentów zakupu z KSeF” na zakładce „Kontrolki” należy po
lewej stronie okna wybrać kontrolkę typu Załącznik, do której



ma zostać dodany plik xml, a następnie po prawej stronie, w
ramach edytora wprowadzić następujące zapytanie SQL:

Select KSD_Xml,

CASE

WHEN  KSD_NumerFaktury  LIKE  '%/%'  THEN
CONCAT(REPLACE(KSD_NumerFaktury,  '/',  '_'),  '.xml')

ELSE CONCAT(KSD_NumerFaktury, '.xml')

END AS modified_column

from do.KS_Documents

where KSD_ID=@Id1@

Definicja punktu ACD typu „Import dokumentów zakupu z KSeF”,
zakładka „Kontrolki” – wprowadzanie zapytania dla kontrolki



typu „Załącznik XML” (Attachment2)

 

Gdy definicja punktu ACD została zapisana, wówczas podpięty
plik załącznika XML można zobaczyć w oknie punktu ACD.

 

Punkt ACD typu „Import dokumentów zakupu z KSeF” z widoczną
kontrolką „Załącznik XML” (Attachment2) z podpiętym plikiem
XML

 

Po wygenerowaniu dokumentu BPM (dawniej DMS) plik XML jest
dostępny  w  ramach  kontrolki  typu  Załącznik  wybranej  na
definicji punktu ACD. Podobnie jak w przypadku innych plików
dołączanych do kontrolki typu Załącznik, plik XML można usunąć

za pomocą ikony  lub zapisać na dysku, klikając w ikonę

 ,  a  następnie  wybierając  odpowiednią  lokalizację
i naciskając „Zapisz”.



 

Dokument wygenerowany z punktu ACD typu „Import dokumentów
zakupu z KSeF” z kontrolką „Załącznik XML” z podpiętym plikiem
XML

 

Zakładka Uprawnienia

Na zakładce „Uprawnienia” należy wskazać pracowników, którzy
będą mogli procesować dokumenty w ramach punktu.

Uprawnienia  mogą  być  dodawane  wyłącznie  poprzez  wskazanie
pracowników,  nie  ma  możliwości  dodania  uprawnień  dla
pracowników  wskazanego  działu  czy  pracowników  zajmujących
określone stanowisko.

Na  zakładce  „Uprawnienia”  w  ramach  typu  punktu
konfiguracyjnego „Import dokumentów zakupu z KSeF” znajduje
się także dodatkowa kolumna „Edycja dokumentu”.

Jeśli  operator  zaznaczy  obok  danego  pracownika  checkbox  w
ramach  kolumny  „Edycja  dokumentu”,  wówczas  taki  pracownik
będzie mógł zmieniać wartości w kontrolkach bezpośrednio w



punkcie ACD.

 

Punkt konfiguracyjny typu „Import dokumentów zakupu z KSeF”,
zakładka „Uprawnienia”, tryb jednospółkowy

 



Punkt konfiguracyjny typu „Import dokumentów zakupu z KSeF”,
zakładka „Uprawnienia”, tryb wielospółkowy

 

Uwaga
Dodanie  operatora  do  uprawnień  na  punkcie  konfiguracyjnym
skutkuje  nadaniem  mu  uprawnień  do  zakładki  ACD  (we
właściwościach pracownika, na zakładce „Uprawnienia”, w sekcji
„Funkcjonalności”  zostaje  zmieniona  wartość  parametr
„Automatyczne  generowanie  dokumentów”  na  „TAK”)

Na każdej zakładce znajduje się ikona  [Eksport], która
umożliwia eksportowanie danego punktu ACD do zapisu na dysk
(zob. Eksport punktu ACD). Istnieje również możliwość importu
punktu  konfiguracyjnego  typu  „Import  dokumentów  zakupu  z
KSeF”, podobnie jak w przypadku innych typów punktów ACD.(
zob. Import punktu ACD).

https://pomoc.comarch.pl/dms/index.php/dokumentacja/import-i-eksport-punktow-acd/
https://pomoc.comarch.pl/dms/index.php/dokumentacja/import-i-eksport-punktow-acd/


 

Rozpoczynasz  pracę  z  Comarch  BPM  (dawniej  DMS)  i  chcesz
dowiedzieć się, jak korzystać z programu? A może masz już
podstawową  wiedzę  o  Comarch  BPM  (dawniej  DMS)  i  chcesz
dowiedzieć się więcej?

Sprawdź Szkolenia Comarch BPM!

 

Powrót do początku artykułu

Konfiguracja  współpracy
Comarch BPM z KSeF
Współpracę Comarch BPM z KSeF można skonfigurować zarówno w
trybie jednospółkowym, jak i w trybie wielospółkowym.

Aby skonfigurować współpracę Comarch BPM z KSeF, należy:

dla trybu jednospółkowego:  na zakładce Ustawienia ->
zakładka Integracje:

1.  w ramach pola  „Nip firmy” wprowadzić NIP firmy, dla
której ma odbywać się współpraca z KSeF
2.  w  ramach  pola  „Token  KSeF”  wprowadzić  token
uwierzytelniający  w  KSeF.

Uwaga

https://pomoc.comarch.pl/dms/index.php/dokumentacja/szkolenia-comarch-dms/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/konfiguracja-wspolpracy-comarch-bpm-z-ksef/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/konfiguracja-wspolpracy-comarch-bpm-z-ksef/


Jeśli  autoryzacja  przez  token  zakończy  się  niepowodzeniem,
wówczas  podczas  próby  importu  dokumentów  z  KSeF  zostanie
wyświetlone  okno  z  certyfikatami,  w  ramach  którego  należy
wskazać właściwy certyfikat.

Uwaga

W wersji 2024.0.1 w pliku Web.config w folderze aplikacji
serwerowej (dawnej web) dodano klucz add key=”KSeFWorkMode”
value=”Demo”  />  –  klucz  umożliwia  określenie,  czy  Firma
testuje funkcjonalność wysyłania faktur do KSeF, czy korzysta
z niej produkcyjnie.
Klucz może przybierać jedną z następujących wartości:

1.Demo – wartość domyślna; w przypadku wprowadzenia takiej
wartości praca z systemem KSeF odbywa się w trybie Demo;

2.Production – w przypadku wprowadzenia takiej wartości praca
z systemem KSeF odbywa się w trybie Produkcyjnym, czyli wersji
produkcyjnej systemu;

3.Test – w przypadku wprowadzenia takiej wartości praca z
systemem KSeF odbywa się w trybie testowym.

 

Uwaga
W celu przetestowania współpracy z Comarch BPM na prawdziwych
danych zalecamy korzystanie z trybu Demo.
 

W kwestii różnic pomiędzy powyższymi trybami zob. Przełączanie
trybu pracy z KSeF

 

Istnieje możliwość wygenerowania tokenu KSeF z poziomu Comarch
BPM  (dawniej  DMS).  W  tym  celu  należy  kliknąć  w  link

 [Wygeneruj token] znajdujący się obok pola

https://pomoc.comarch.pl/dms/index.php/dokumentacja/przelaczanie-trybu-pracy-z-ksef/
https://pomoc.comarch.pl/dms/index.php/dokumentacja/przelaczanie-trybu-pracy-z-ksef/


„Token KSeF”, a następnie w oknie „Wybierz certyfikat” wybrać
odpowiedni certyfikat uwierzytelniający.

Po wyborze certyfikatu zostanie wygenerowany token KSeF, który
zostanie automatycznie wprowadzony w ramach pola „Token KSeF”.

Wprowadzone  zmiany  należy  zapisać  za  pomocą  przycisku

 [Zapisz], dostępnego w ramach sekcji.

 

Uwaga
Aby  wygenerować  token  konieczne  jest  zainstalowanie
kwalifikowanego  podpisu/pieczęci,  za  pomocą  którego  możliwe
jest uwierzytelnienie się na stronach ministerstwa.
 

Zakładka „Integracje” – sekcja „Integracja z usługą KSeF”

 



Wybór certyfikatu po kliknięciu w link „Wygeneruj token”

 

Sekcja „Integracja z usługą KSeF” z uzupełnionymi polami



 

Aby  wygenerować  token  uwierzytelniający,  należy  najpierw
uzupełnić pole „NIP Firmy”.

Jeżeli użytkownik nie uzupełni pola „NIP Firmy” i naciśnie

link   [Wygeneruj  token],  wówczas  zostanie
wyświetlony następujący komunikat.

Komunikat  wyświetlany,
jeśli  nie  wpisano
numeru NIP w polu „NIP
Firmy”, ale naciśnięto
link „Wygeneruj token”

Wskazówka
Jeżeli operator pracuje w trybie Demo współpracy z KSeF 2.0 (w
Comarch BPM dostępnym od wersji 2025.2.3), wówczas może:

wybrać odpowiedni certyfikat w ramach okna wyświetlanego

po  kliknięciu  w  przycisk   [Wygeneruj
token]. Wówczas w polu „Token KSeF” zostanie wprowadzony
token. Wprowadzone zmiany powinny zostać zapisane.

 

lub

https://pomoc.comarch.pl/bpm/wp-content/uploads/2023/12/word-image-27408-6.png


przejść  na  stronę  https://web2tr-ksef.mf.gov.pl/web/,
kliknąć w pole „Uwierzytelnij sie w Krajowym Systemie e-
Faktur”,   zaznaczyć  oświadczenie  i  kliknąć  „Przejdż
dalej”, a następnie zalogować się do aplikacji w wybrany
sposób  (profilem  zaufanym  lub  certyfikatem
kwalifikowanym).   Później  należy  wybrać  zakładkę
„Tokeny”, sekcję „Generuj token” – w polu „Nazwa tokena”
wprowadzić przykładową nazwę tokena, poniżej zaznaczyć
uprawnienie  „przeglądanie  faktur”  i  kliknąć  w  pole
„Generuj token”. Po odświeżeniu strony należy skopiować
wyświetlany  token,  a  potem  wkleić  go  w  polu  „Token
KSeF”. Wprowadzone zmiany powinny zostac zapisane.

Po  ukończeniu  konfiguracji  należy  przejść  do  konfiguracji
punktu ACD współpracującego z KSeF (zob. Definiowanie punktu
konfiguracyjnego (Import dokumentów zakupu z KSeF))

dla  trybu  wielospółkowego:  na  zakładce  Ustawienia  ->
zakładka Połączenia z ERP  -> ustawienia odpowiedniej
spółki:

1.  w ramach pola  „Nip firmy” należy wprowadzić NIP firmy,
dla której ma odbywać się współpraca z KSeF
2.  w  ramach  pola  „Token  KSeF”  należy  wprowadzić  token
uwierzytelniający  w  KSeF.

Uwaga
Jeśli  autoryzacja  przez  token  zakończy  się  niepowodzeniem,
wówczas  podczas  próby  importu  dokumentów  z  KSeF  zostanie
wyświetlone  okno  z  certyfikatami,  w  ramach  którego  należy
wskazać właściwy certyfikat.

Uwaga

https://web2tr-ksef.mf.gov.pl/web/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/definiowanie-punktu-konfiguracyjnego-import-dokumentow-zakupu-z-ksef/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/definiowanie-punktu-konfiguracyjnego-import-dokumentow-zakupu-z-ksef/


W wersji 2024.0.1 w pliku Web.config w folderze aplikacji
serwerowej (dawnej web) dodano klucz add key=”KSeFWorkMode”
value=”Demo”  />  –  klucz  umożliwia  określenie,  czy  Firma
testuje funkcjonalność wysyłania faktur do KSeF, czy korzysta
z niej produkcyjnie.
Klucz może przybierać jedną z następujących wartości:

1.Demo – wartość domyślna; w przypadku wprowadzenia takiej
wartości praca z systemem KSeF odbywa się w trybie Demo;

2.Production – w przypadku wprowadzenia takiej wartości praca
z systemem KSeF odbywa się w trybie Produkcyjnym, czyli wersji
produkcyjnej systemu;

3.Test – w przypadku wprowadzenia takiej wartości praca z
systemem KSeF odbywa się w trybie testowym.

W kwestii różnic pomiędzy powyższymi trybami zob. Przełączanie
trybu pracy z KSeF

Zakladka „Połączenia z ERP”, pola „Nip firmy” i „Token KSeF”

https://pomoc.comarch.pl/dms/index.php/dokumentacja/przelaczanie-trybu-pracy-z-ksef/
https://pomoc.comarch.pl/dms/index.php/dokumentacja/przelaczanie-trybu-pracy-z-ksef/


Istnieje możliwość wygenerowania tokenu KSeF z poziomu Comarch
BPM  (dawniej  DMS).  W  tym  celu  należy  kliknąć  w  link

 [Wygeneruj token] znajdujący się obok pola
„Token KSeF”, a następnie w oknie „Wybierz certyfikat” wybrać
odpowiedni certyfikat uwierzytelniający.

Po wyborze certyfikatu zostanie wygenerowany token KSeF, który
zostanie automatycznie wprowadzony w ramach pola „Token KSeF”.

Wprowadzone  zmiany  należy  zapisać  za  pomocą  przycisku

 [Zapisz], dostępnego w ramach sekcji.

 

Uwaga
Aby  wygenerować  token  konieczne  jest  zainstalowanie
kwalifikowanego  podpisu/pieczęci,  za  pomocą  którego  możliwe
jest uwierzytelnienie się na stronach ministerstwa.
 

Aby  wygenerować  token  uwierzytelniający,  należy  najpierw
uzupełnić pole „NIP Firmy”.

Jeżeli użytkownik nie uzupełni pola „NIP Firmy” i naciśnie

link   [Wygeneruj  token],  wówczas  zostanie
wyświetlony następujący komunikat.



Komunikat  wyświetlany,
jeśli  nie  wpisano
numeru NIP w polu „NIP
Firmy”, ale naciśnięto
link „Wygeneruj token”

 

Wskazówka
Jeżeli operator pracuje w trybie testowym współpracy z KSeF
2.0 (w Comarch BPM dostępnym od wersji 2025.2.3), wówczas
może:

wygenerować certyfikat zgodnie z instrukcją dostepną na
stronie
https://github.com/CIRFMF/ksef-docs/blob/main/auth/testo
we-certyfikaty-i-podpisy-xades.md  ,  a  następnie
uruchomić  CMD  jako  administrator  i  wprowadzić
następujęce  polecenie:

certutil -user -p "" -csp "Microsoft Enhanced Cryptographic
Provider  v1.0"  -importpfx  "C:\WINDOWS\system32\ksef-client-
csharp\KSeF.Client.Tests.CertTestApp\cert-20251104-102647.pfx"

gdzie: cert-20251104-102647.pfx to plik wygenerowany zgodnie z
instrukcją  ze  strony
https://github.com/CIRFMF/ksef-docs/blob/main/auth/testowe-cer
tyfikaty-i-podpisy-xades.md

Zaimportowany w ten sposób certyfikat (prawdopodobnie o nazwie
A R) należy następnie wybrać w ramach okna wyświetlanego po

kliknięciu  w  przycisk   [Wygeneruj  token].
Wówczas  w  polu  „Token  KSeF”  zostanie  wprowadzony  token.
Wprowadzone zmiany powinny zostac zapisane.

 

lub

https://github.com/CIRFMF/ksef-docs/blob/main/auth/testowe-certyfikaty-i-podpisy-xades.md
https://github.com/CIRFMF/ksef-docs/blob/main/auth/testowe-certyfikaty-i-podpisy-xades.md
https://github.com/CIRFMF/ksef-docs/blob/main/auth/testowe-certyfikaty-i-podpisy-xades.md
https://github.com/CIRFMF/ksef-docs/blob/main/auth/testowe-certyfikaty-i-podpisy-xades.md


 

przejść na stronę  https://web2te-ksef.mf.gov.pl/web/,
kliknąć w pole „Uwierzytelnij sie w Krajowym Systemie e-
Faktur”, a następnie w pole „Zaloguj uwierzytelnieniem
testowym” – później należy uzupełnić pola: „NIP firmy” i
„Numer  NIP”  i  nacisnąć  przycisk  „Uwierzytelnij  do
aplikacji testowej”; następnie wybrać zakładkę „Tokeny”,
sekcję  „Generuj  token”  –  w  polu  „Nazwa  tokena”
wprowadzić przykładową nazwę tokena, poniżej zaznaczyć
uprawnienie  „przeglądanie  faktur”  i  kliknąć  w  pole
„Generuj token”. Po odświeżeniu strony należy skopiować
wyświetlany  token,  a  potem  wkleić  go  w  polu  „Token
KSeF”. Wprowadzone zmiany powinny zostac zapisane.

 

Po  ukończeniu  konfiguracji  należy  przejść  do  konfiguracji
punktu ACD współpracującego z KSeF (zob. Definiowanie punktu
konfiguracyjnego (Import dokumentów zakupu z KSeF))

 

https://web2te-ksef.mf.gov.pl/web/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/definiowanie-punktu-konfiguracyjnego-import-dokumentow-zakupu-z-ksef/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/definiowanie-punktu-konfiguracyjnego-import-dokumentow-zakupu-z-ksef/


Wybór certyfikatu po kliknięciu w link „Wygeneruj token”

 

Rozpoczynasz  pracę  z  Comarch  BPM  (dawniej  DMS)  i  chcesz
dowiedzieć się, jak korzystać z programu? A może masz już
podstawową  wiedzę  o  Comarch  BPM  (dawniej  DMS)  i  chcesz
dowiedzieć się więcej?

Sprawdź Szkolenia Comarch BPM!

Powrót do początku artykułu

Jak  skonfigurować  generator

https://pomoc.comarch.pl/bpm/index.php/dokumentacja/szkolenia-comarch-dms/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/jak-skonfigurowac-generator-do-comarch-erp-optima-przy-wieloinstalacyjnosci-comarch-dms/


do  Comarch  ERP  Optima  przy
wieloinstalacyjności  Comarch
BPM?
W przypadku wieloinstalacyjności należy utworzyć w folderze z
aplikacją stacjonarną Comarch BPM (dawniej DMS) (domyślnie BPM
Desktop),  dwa  oddzielne  pliki
OptimaVatRegisterGenerator.exe.config  oraz
OptimaVatRegisterGenerator.exe.

 

Przyklad
Przykładowa konfiguracja (w przypadku dwóch instalacji Comarch
BPM (dawniej DMS)):

 

 

W pliku OptimaVatRegisterGenerator.exe.config w polu ServerUri
znajduje się odwołanie:

<add key="ServerUri" value="http://localhost/DMS_pierwszy" />

 

https://pomoc.comarch.pl/bpm/index.php/dokumentacja/jak-skonfigurowac-generator-do-comarch-erp-optima-przy-wieloinstalacyjnosci-comarch-dms/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/jak-skonfigurowac-generator-do-comarch-erp-optima-przy-wieloinstalacyjnosci-comarch-dms/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/jak-skonfigurowac-generator-do-comarch-erp-optima-przy-wieloinstalacyjnosci-comarch-dms/


Natomiast  w  pliku  OptimaVatRegisterGenerator2.exe.config  w
polu ServerUri jest:

<add key="ServerUri" value="http://localhost/DMS_drugi" />

 

Dodatkowo  w  Comarch  DMS’ie  który  jest  podpięty  pod  bazę
„DMS_drugi” na definicji obiegu dokumentu, w kontrolce typu
Własna  akcja  w  polu  Plik  wykonalny,  zostało  zmienione
odwołanie do pliku exe – OptimaVatRegisterGenerator2.exe, tak
jak poniżej:

 

 

Rozpoczynasz  pracę  z  Comarch  BPM  (dawniej  DMS)  i  chcesz
dowiedzieć się, jak korzystać z programu? A może masz już
podstawową  wiedzę  o  Comarch  BPM  (dawniej  DMS)  i  chcesz
dowiedzieć się więcej?

Sprawdź Szkolenia Comarch BPM!

https://pomoc.comarch.pl/bpm/index.php/dokumentacja/szkolenia-comarch-dms/


Wieloinstalacyjność
W aplikacji Comarch BPM (dawniej DMS) została oprogramowana
funkcjonalność  obsługi  wyboru  adresu  URL  wielu  instalacji
obiegu w wersji stacjonarnej.

Funkcjonalność umożliwia zalogowanie się do wielu instalacji
Comarch BPM (dawniej DMS) poprzez jedną aplikację desktop.
Wybór instalacji odbywa się poprzez wskazanie nazwy instalacji
na formatce logowania.

 

Konfiguracja wieloinstalacyjności
W  tabeli  do.DF_ConfCMSettings,  która  znajduje  się  w  bazie
Comarch  BPM  (dawniej  DMS)  należy  zdefiniować  następujące
informacje w kolumnach:

CMS_Name  –  nazwa  danej  instalacji  (pojawia  się  jako
lista wyboru w oknie logowania). Informacja pobierana z
klucza  w  pliku  Web.config:  <add  key=”CompanyName”
value=”Nazwa instalacji,
CMS_URL  –  adres  URL  danej  instalacji  Comarch  BPM
(dawniej DMS) (aplikacji serwerowej),
CMS_ERPDBMap – nazwa danej bazy Comarch BPM (dawniej
DMS).

Uwaga
W  przypadku  wieloinstalacyjności  możliwość  przejścia  do
Comarch BPM (dawniej DMS) Repozytorium z poziomu aplikacji
desktop może mieć tylko Instalacja 1 (ta, której URL jest
zdefiniowany w pliku DMS.exe.config)

https://pomoc.comarch.pl/bpm/index.php/dokumentacja/wieloinstalacyjnosc-2/


 

Uwaga
W trybie wielofirmowym nie jest możliwe korzystanie z modelu
wieloinstalacyjnego.
 

Przyklad

CMS_Name CMS_URL CMS_ERPDBMap

Instalacja 1 http://www.firma.com/inst1api
Nazwa bazy Comarch
DMS dla Instalacji

1

Instalacja 2 http://www.firma.com/inst2api
Nazwa bazy Comarch
DMS dla Instalacji

2

Instalacja 3 http://www.firma.com/inst3api
Nazwa bazy Comarch
DMS dla Instalacji

3

 

Przykładowe uzupełnienie tabeli do.DF_ConfCMSettings

 

Uwaga
Wszystkie  instalacje  powinny  pracować  na  tej  samej  wersji
aplikacji Comarch BPM (dawniej DMS).
 

Konfiguracje  wieloinstalacyjności  należy  przeprowadzić  na
bazie  Comarch  BPM  (dawniej  DMS),  która  jest  domyślną
instalacją.  Instalacja  domyślna  to  ta,  której  URL  jest



zdefiniowany  w  pliku  DMS.exe.config.  Dla  wersji  systemu
wcześniejszych  niż  2020.2.1  jest  to  plik
ObiegDokumentów.exe.config.

 

Przykładowe okno logowania w wersji stacjonarnej Comarch



BPM  (dawniej  DMS),  jeśli  skonfigurowano
wieloinstalacyjność

 

Wybór instalacji w oknie logowania w wersji stacjonarnej
Comarch BPM (dawniej DMS)



Wgrywanie  plików  generatora
i  opisu  analitycznego
w chmurze Standard

Generowanie dokumentów do Rejestry VAT i
opisu  analitycznego  w  Comarch  BPM  w
chmurze Standard
Aby była możliwość generowania dokumentów w Comarch BPM do
Rejestru VAT Comarch ERP Optima w chmurze Standard należy
podegrać  plik  konfiguracyjny
OptimaVatRegisterGenerator.exe.config.

Jeżeli po wygenerowaniu dokumentu ma zostać przeniesiony opis
analityczny,  należy  podegrać  plik  konfiguracyjny
OptimaVatRegisterDimension.exe.config

 

Uwaga
Przed wgraniem plików konfiguracyjnych należy je wyedytować w
notatniku i uzupełnić adres url aplikacji serwerowej

(<add  key=”ServerUri”
value=”http://localhost/DocumentWorkflow.Api”/>):

np . https://bpm.online.comarch.pl/KodFirmy

 

Aby wgrać pliki generatora i opisu analitycznego w środowisku

https://pomoc.comarch.pl/bpm/index.php/dokumentacja/wgrywanie-plikow-generatora-i-opisu-analitycznego-w-chmurze-standard/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/wgrywanie-plikow-generatora-i-opisu-analitycznego-w-chmurze-standard/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/wgrywanie-plikow-generatora-i-opisu-analitycznego-w-chmurze-standard/


chmurowym SaaS, należy wykonać następujące kroki:

 

1. Po zalogowaniu się na konto SaaS, na pulpicie należy wybrać

skrót Comarch Moje Dokumenty 

 

2. Należy wejść do folderu poprzez dwukrotne kliknięcie prawym
przyciskiem myszy i przejść do podfolderu ComarchDMS

 

3. Należy kliknąć przycisk  [Prześlij] , aby
otworzyć okno dostępu do dysku lokalnego.

 

Pliki generatora

 

4. Po przejściu do folderu z plikami generatora dokumentów do



Rejestru VAT i opisu analitycznego (generator jest dostępny do
pobrania na stronach walidowanych zarówno dla Partnerów, jak i
Klientów w obszarze ERP 5.0 -> Comarch BPM (dawniej DMS ->
Przykłady -> ERP Optima -> Przykłady ERP Optima Comarch BPM)
należy:

z folderu Generator FVZ (Rejestr VAT + opis analityczny
z podfolderu bin wybrać pliki konfiguracyjne:

OptimaVatRegisterGenerator.exe.config

oraz

OptimaVatRegisterDimension.exe.config,

w których przed ich podegraniem adres url aplikacji serwerowej
musi zostać uzupełniony.

 

Pliki  OptimaVatRegisterGenerator.exe.config  i
OptimaVatRegisterDimension.exe.config

 

 



5.  Po  podegraniu  plików  konfiguracyjnych,  należy  podegrać
predefiniowaną definicję typu obiegu, która jest dostępna w
folderze generatora w podfolderze Typ obiegu:

 

Definicja typu obiegu

 

Podegrane pliki

 



Podsumowanie
W folderze Generator FVZ (Rejestr VAT + opis analityczny) w
podfolderze bin dostępne są dwa pliki:

OptimaVatRegisterGenerator.exe.config  –  plik
konfiguracyjny,  który  jest  potrzebny,  aby  wygenerować
dokument  do  Rejestru  VAT  Comarch  ERP  Optima  bez
generowania  opisu  analitycznego.
OptimaVatRegisterDimension.exe.config  –  plik
konfiguracyjny,  który  jest  potrzebny,  aby  po
wygenerowaniu dokumentu do Comarch ERP Optima dodać do
niego opis analityczny.

 

Folder Generator FVZ (Rejestr VAT + opis analityczny)\bin

 

W folderze Generator FVZ (Rejestr VAT + opis analityczny) w
podfolderze Typ obiegu dostępna jest predefiniowana definicja



typu obiegu.

 

Definicja typu obiegu

 

Rozpoczynasz  pracę  z  Comarch  BPM  (dawniej  DMS)  i  chcesz
dowiedzieć się, jak korzystać z programu? A może masz już
podstawową  wiedzę  o  Comarch  BPM  (dawniej  DMS)  i  chcesz
dowiedzieć się więcej?

Sprawdź Szkolenia Comarch BPM!

 

Powrót do początku artykułu

Czy można generować dokument

https://pomoc.comarch.pl/dms/index.php/dokumentacja/szkolenia-comarch-dms/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/czy-mozna-generowac-dokument-do-comarch-erp-optima-w-chmurze-za-pomoca-kodu-c/


do  Comarch  ERP  Optima
w Chmurze za pomocą kodu C#?
W Comarch BPM współpracującym z Comarch ERP Optima w modelu
usługowym nie ma możliwości generowania dokumentów do Comarch
ERP Optima za pomocą kodu C#.

Zamiast tego proces ten jest realizowany za pomocą gotowych
plików wykonywalnych i konfiguracyjnych.

Rozwiązanie to działa wyłącznie w wersji Desktop aplikacji, a
korzystanie z niego wymaga wgrania odpowiednich plików .config
oraz definicji obiegu do folderu ComarchDMS.

Instrukcja wgrania plików została opisana w arykule: Wgrywanie
plików generatora i opisu analitycznego w chmurze Standard

 

Rozpoczynasz  pracę  z  Comarch  BPM  (dawniej  DMS)  i  chcesz
dowiedzieć się, jak korzystać z programu? A może masz już
podstawową  wiedzę  o  Comarch  BPM  (dawniej  DMS)  i  chcesz
dowiedzieć się więcej?

Sprawdź Szkolenia Comarch BPM!

Pobieranie  danych  z  KSeF
do  kontrolki  tabelarycznej

https://pomoc.comarch.pl/bpm/index.php/dokumentacja/czy-mozna-generowac-dokument-do-comarch-erp-optima-w-chmurze-za-pomoca-kodu-c/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/czy-mozna-generowac-dokument-do-comarch-erp-optima-w-chmurze-za-pomoca-kodu-c/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/wgrywanie-plikow-generatora-i-opisu-analitycznego-w-chmurze-standard/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/wgrywanie-plikow-generatora-i-opisu-analitycznego-w-chmurze-standard/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/szkolenia-comarch-dms/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/pobieranie-danych-z-ksef-do-kontrolki-tabelarycznej-elementy-na-fakturze-zakupu-przy-wspolpracy-z-comarch-erp-optima/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/pobieranie-danych-z-ksef-do-kontrolki-tabelarycznej-elementy-na-fakturze-zakupu-przy-wspolpracy-z-comarch-erp-optima/


Elementy  na  Fakturze  zakupu
przy współpracy z Comarch ERP
Optima

Zastosowanie
Głównym  celem  konfiguracji  jest  automatyzacja  procesu
wprowadzania  pozycji  faktur  zakupu  pobranych  z  Krajowego
Systemu e-Faktur (KSeF) bezpośrednio do systemu Comarch BPM
zintegrowanego  z  Comarch  ERP  Optima.  Dzięki  zastosowaniu
zaawansowanej logiki SQL, proces ten:

Eliminuje ręczne przepisywanie danych: Pozycje z pliku
XML  KSeF  automatycznie  wypełniają  tabelę  na  karcie
obiegu.
Zapewnia  spójność  stawek  VAT:  Logika  mapuje  tekstowe
oznaczenia  stawek  z  KSeF  na  wartości  liczbowe  z
konfiguracji  Optimy.
Automatyzuje  kalkulacje:  System  przelicza  ceny  i
wartości netto/brutto w czasie rzeczywistym przy zmianie
ilości, ceny lub stawki VAT.

 

Przykład  jest  oparty  o  definicję  typu  obiegu  dostępną  na
stronach walidowanych w sekcji ERP 5.0->Comarch BPM (dawniej
DMS)->Przykłady->ERP Optima

 

Zawartość przykładu
Definicja  Typu  Obiegu  (Workflow):  Wzorcowa  ścieżka
obiegu  dokumentu  zakupu  z  krokami  akceptacji,
konfiguracją  kontrolki  Dane  tabelaryczne  i

https://pomoc.comarch.pl/bpm/index.php/dokumentacja/pobieranie-danych-z-ksef-do-kontrolki-tabelarycznej-elementy-na-fakturze-zakupu-przy-wspolpracy-z-comarch-erp-optima/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/pobieranie-danych-z-ksef-do-kontrolki-tabelarycznej-elementy-na-fakturze-zakupu-przy-wspolpracy-z-comarch-erp-optima/
https://pomoc.comarch.pl/bpm/index.php/dokumentacja/pobieranie-danych-z-ksef-do-kontrolki-tabelarycznej-elementy-na-fakturze-zakupu-przy-wspolpracy-z-comarch-erp-optima/


wygenerowaniem  dokumentu  do  Comarch  Optima
Punkt konfiguracyjny ACD: Wzorcowa konfiguracja, która
jest  odpowiedzialna  za  pobranie  ID  dokumentu  KSeF,
Załącznika  oraz  wszystkich  kluczowych  danych
nagłówkowych (Numer dokumentu, Kontrahent, Data zakupu,
Data wystawienia, Data wpływu Termin płatności, Forma
płatności, Waluta, Wartość Netto, Wartość Brutto, Numer
KSeF, Data przyjęcia z KSeF) oraz utworzenie dokumentu
obiegowego.

W  przypadku  kontrolki  Kontrahent  w  zapytaniu  przed  nazwą
tabeli  CDN.Kontrahenci  należy  wskazać  właściwą  nazwę  bazy
Comarch Optima.

 

Kliknij tutaj, aby pobrać przykład

 

Zasada działania
Mechanizm opiera się na dwóch trybach pracy zintegrowanych w
kontrolce Dane Tabelaryczne (Elementy):

Tryb  Inicjowania  (Pobieranie  z  KSeF):  Wyzwalany,  gdy
kontrolka ID_KSeF zostanie uzupełniona. System pobiera
dane z tabeli do.KS_DocumentItems z bazy BPM i łączy je
ze  stawkami  VAT  z  bazy  konfiguracyjnej  Comarch  ERP
Optima.
Konfiguracja wykorzystuje ID dokumentu KSeF (zapisane w
dedykowanej kontrolce typu Liczba całkowita o nazwie np.
ID_KSeF) jako identyfikator do pobrania danych.
Kontrolka tabelaryczna obserwuje pole ID_KSeF, reagując
na jego wypełnienie.
Kluczowym elementem jest zapytanie SQL umieszczone na
zakładce Inicjowanie Wartości kontrolki tabelarycznej.

https://www.ibard.com/d/81a3d57b4168e11d2845ed319d40cdfab0ed849e


Zapytanie jest filtrowane za pomocą parametru @ID_KSeF@,
dzięki czemu pobiera ono wiersze z właściwego dokumentu
KSeF z tabeli do.KS_DocumentItems w bazie BPM.
Tryb Edycji (Interaktywny): Kontrolka Dane Tabelaryczne
(Elementy) obserwuje sama siebie (@^SenderControlName@ =
’Elementy’),  co  aktywuje  logikę  automatycznego
przeliczania wartości w trybie edycji. Pozwala to na
ręczne  dopasowanie  towaru  z  kartoteki  ERP,  pobranie
jednostki  miary  i  przypisanie  stawki  VAT  oraz
przeliczenie  pozostałych  wartości.

 

Konfiguracja przykładu
1.  Utworzono  kontrolkę  ID_KSeF:  Na  karcie  obiegu  dodano
kontrolkę  typu  Liczba  całkowita  o  nazwie  (identyfikatorze)
ID_KSeF, do której będzie zapisywane ID dokumentu KSeF.

 



Kontrolka Liczba całkowita ID_KSeF

 

2.  Utworzono  kontrolkę  Tabelaryczną:  Dodano  kontrolkę  typu
Dane  tabelaryczne  o  nazwie  (identyfikatorze)  Elementy  i
skonfigurowano w niej następujące kolumny:

”Kod Towaru” (identyfikator kolumny: Kod) – typ Lista
”Towar” (identyfikator kolumny: Towar) – typ Towar
”Ilość”  (identyfikator  kolumny:  Ilosc)  –  typ  Liczba
stałoprzecinkowa
”Jm” (identyfikator kolumny: Jm) – typ Tekst
”Stawka” (identyfikator kolumny: Stawka) – typ Liczba
stałoprzecinkowa
”Cena netto” (identyfikator kolumny: Cena_Netto) – typ
Liczba stałoprzecinkowa



”Cena brutto” (identyfikator kolumny: Cena_Brutto) – typ
Liczba stałoprzecinkowa
”Wartość netto” (identyfikator kolumny: Wartosc_Netto) –
typ Liczba stałoprzecinkowa
”Wartość brutto” (identyfikator kolumny: Wartosc_Brutto)
– typ Liczba stałoprzecinkowa

 

Kolumny w kontrolce Dane tabelaryczne

 

3.  W  kontrolce  typu  Dane  tabelaryczne   na  zakładce  Listy
zdefiniowano zapytanie pobierające:

 

Kod towaru:

 

select Twr_TwrId, Twr_Kod from cdn.Towary

 



Kod towaru w kontrolce Dane tabelaryczne

 

 

4. Dodano obserwację kontrolki: W kontrolce Dane tabelaryczne,
na  zakładce  Inicjowanie  wartości,  dodano  powiązanie  do
kontrolki ID_KSeF oraz do samej siebie.

 



Dane tabelaryczna, zakładka Inicjowanie wartości

 

5. Dodano zapytanie SQL: W kontrolce Dane tabelaryczne, na
zakładce Inicjowanie wartości w sekcji Wzór na wartość SQL ERP
dodano  zapytanie,  które  pobiera  dane  z  tabeli
do.KS_DocumentItems  na  podstawie  przekazanego  parametru
@ID_KSeF@ (ID dokumentu KSeF). Zapytanie inicjuje kolumnę Kod
Towaru i Towar jako wartość NULL, którą użytkownik powinien
uzupełnić ręcznie.

 

Uwaga
W  zapytaniu  przed  nazwą  tabeli  do.KS_DocumentItems  należy
wskazać właściwą nazwę bazy Comarch BPM.
 

Ta sekcja jest wywoływana tylko raz, podczas inicjowania



obiegu:

If
@^SenderControlName@ ='ID_KSeF'

WITH ProcessedDocumentItems AS (
/* CTE 1: Ujednolicenie stawek VAT z KSeF i ujęcie kluczowych
kolumn */
SELECT
di.KSI_DocumentId,
di.KSI_ElementNazwa,
di.KSI_ElementWartoscNetto AS KSI_ElementWartoscNetto,
-- **NOWE KOLUMNY:** Dane szczegółowe pozycji
di.KSI_ElementIlosc,
di.KSI_ElementJm,
di.KSI_ElementCenaNetto,
di.KSI_ElementCenaBrutto,
-- Istniejąca kolumna stawki VAT (jako tekst)
di.KSI_ElementStawkaVAT,
-- **Puste pola:** Kod towaru
CAST(NULL AS VARCHAR(50)) AS KSI_ElementKodTowaru,

/* Ustandaryzowanie stawki KSeF do formatu liczbowego/ZW/NP
('23', '8', 'ZW', itp.) */
CASE
WHEN di.KSI_ElementStawkaVAT LIKE 'Stawka%' THEN LTRIM(RTRIM(S
UBSTRING(di.KSI_ElementStawkaVAT, 7, LEN(di.KSI_ElementStawkaV
AT) - 6)))
WHEN di.KSI_ElementStawkaVAT IN ('zw', 'np', 'oo', 'np') THEN 
UPPER(di.KSI_ElementStawkaVAT)
ELSE di.KSI_ElementStawkaVAT
END AS StandardizedKSeFVAT_Text
FROM
[BAZA_COMARCH_BPM].do.KS_DocumentItems AS di /* Należy wskazać
właściwą nazwę bazy Comarch BPM */
WHERE KSI_DocumentId = @ID_KSeF@
),
OptimaVATRates AS (
/* CTE 2: Przygotowanie stawek VAT z Konfiguracji Optima */
SELECT
Kon_KonId,
Kon_Wartosc,



/* Ekstrakcja wartości liczbowej stawki - Ta wartość to 23.00,
8.00 itd. */
ISNULL(CAST(REPLACE(RTRIM(SUBSTRING(Kon_Wartosc, 1, CHARINDEX(
'
', Kon_Wartosc, 2))), ',', '.') AS REAL), 1) AS StawkaVatValue
,
/* NORMALIZACJA: Konwersja stawki Optima ('23.00') na format
KSeF ('23') dla poprawnego JOIN */
CASE
WHEN Kon_Wartosc LIKE '%ZW%' THEN 'ZW'
WHEN Kon_Wartosc LIKE '%NP%' THEN 'NP'
WHEN Kon_Wartosc LIKE '%OO%' THEN 'OO'
WHEN Kon_Wartosc LIKE '%NP%' THEN 'NP'
ELSE CAST(ISNULL(CAST(REPLACE(RTRIM(SUBSTRING(Kon_Wartosc, 1, 
CHARINDEX('
', Kon_Wartosc, 2))), ',', '.') AS REAL), 0) AS VARCHAR(10))
END AS StandardizedOptimaVAT_Text
FROM
[CDN_KNF_Konfiguracja].cdn.Konfig
WHERE Kon_Numer = 301 AND Kon_Wartosc LIKE '%PL'
)

---

/* Końcowy SELECT: Zwraca żądany zestaw kolumn */
SELECT
-- POLA TOWAROWE (Kod Towaru i Towar są puste)
pi.KSI_ElementKodTowaru AS 'Kod Towaru',
CAST(NULL AS VARCHAR(255)) AS 'Towar',

-- Dane szczegółowe pozycji
CAST(pi.KSI_ElementIlosc AS DECIMAL(18, 4)) AS 'Ilość',
CAST(pi.KSI_ElementJm AS VARCHAR(10)) AS 'Jednostka',

-- Stawka VAT jako wartość liczbowa (23.00, 8.00 lub NULL)
CASE
WHEN pi.StandardizedKSeFVAT_Text IN ('ZW', 'NP', 'OO') THEN CA
ST(NULL AS DECIMAL(18, 2))
ELSE CAST(ovr.StawkaVatValue AS DECIMAL(18, 2))
END AS 'Stawka',



-- Wartości
CAST(pi.KSI_ElementCenaNetto  AS  DECIMAL(18,  4))  AS  'Cena
Netto',

-- WYELICZANIE CENY BRUTTO W PRZYPADKU BRAKU DANYCH ŹRÓDŁOWYCH
(POPRAWKA)
CAST(
ISNULL(
pi.KSI_ElementCenaBrutto, -- Użyj wartości z bazy, jeśli jest
pi.KSI_ElementCenaNetto * (1 + ovr.StawkaVatValue / 100.0) --
W przeciwnym razie, wylicz
)
AS DECIMAL(18, 4)) AS 'Cena Brutto',

CAST(pi.KSI_ElementWartoscNetto AS DECIMAL(18, 2)) AS 'Wartość
Netto',

-- Pola wyliczone
pi.KSI_ElementWartoscNetto * (ovr.StawkaVatValue / 100.0) AS '
VAT',
pi.KSI_ElementWartoscNetto * (1 + ovr.StawkaVatValue / 100.0) 
AS 'Brutto'

FROM
ProcessedDocumentItems AS pi
LEFT JOIN
OptimaVATRates AS ovr
ON
pi.StandardizedKSeFVAT_Text = ovr.StandardizedOptimaVAT_Text;

 

Ta sekcja jest wywoływana przy każdej modyfikacji danych
w kontrolce „Elementy” i wymaga użycia ELSE po sekcji
KSeF:

 

ELSE
if  @^SenderControlName@ ='Elementy'
Begin



IF  @Elementy_Column@=1  /*  Inicjowanie  pozycji  wiersza  po
wpisaniu kodu towaru */
BEGIN
UPDATE @Elementy@
set [Towar]= kod,

[Jm]=(select Twr_JM from cdn.Towary where Twr_TwrID= [Kod]),
[Stawka]=(select twr_StawkaZak  from cdn.Towary where Twr_TwrI
D = [Kod])

where POS=@Elementy_Row@

END

IF  @Elementy_Column@=2  /*  Inicjowanie  pozycji  wiersza  po
wskazaniu towaru na kontrolce Towar */
BEGIN
UPDATE @Elementy@
set [Kod]= towar,
[Jm]=(select Twr_JM from cdn.Towary where Twr_TwrID= TOWAR),
[Stawka]=(select twr_StawkaZak  from cdn.Towary where Twr_TwrI
D = [Kod])

where POS=@Elementy_Row@
end

IF @Elementy_Column@ in (1,2)
begin
UPDATE @Elementy@
set
[Cena_Netto]=Wartosc_Netto / ilosc,
[Cena_Brutto]=((Wartosc_Netto / ilosc) + ((Wartosc_Netto / ilo
sc)*(Stawka/100))),
[Wartosc_Brutto]=Wartosc_Netto + (Wartosc_Netto*(Stawka/100))
where POS=@Elementy_Row@
END

IF @Elementy_Column@=3 or @Elementy_Column@=6 /* Przeliczanie
ceny brutto i wartości netto i brutto po wskazaniu ilości i
ceny netto*/
BEGIN



UPDATE @Elementy@
set
[Cena_Brutto]=(Cena_netto + (Cena_Netto*(Stawka/100))),
[Wartosc_Netto]=(Cena_Netto * ilosc),
[Wartosc_Brutto]=((Cena_Netto * ilosc)+(Cena_Netto * ilosc)*(S
tawka/100))
where POS=@Elementy_Row@

END

IF @Elementy_Column@=3 or @Elementy_Column@=7 /* Przeliczanie
ceny netto i wartości netto i brutto po wskazaniu ilości i
ceny brutto*/
BEGIN
UPDATE @Elementy@
set
[Cena_Netto]=Cena_Brutto / ((Stawka/100)+1),
[Wartosc_Netto]=(Cena_Brutto / ((Stawka/100)+1) * ilosc),
[Wartosc_Brutto]=(((Cena_Brutto / ((Stawka/100)+1)) * ilosc)+(
(Cena_Brutto / ((Stawka/100)+1)) * ilosc)*(Stawka/100))
where POS=@Elementy_Row@

END

IF @Elementy_Column@=3 or @Elementy_Column@=8 /* Przeliczanie
wartości brutto oraz ceny netto i brutto po wskazaniu ilości i
wartości netto*/
BEGIN
UPDATE @Elementy@
set
[Cena_Netto]=Wartosc_Netto / ilosc,
[Cena_Brutto]=((Wartosc_Netto / ilosc) + ((Wartosc_Netto / ilo
sc)*(Stawka/100))),
[Wartosc_Brutto]=Wartosc_Netto + (Wartosc_Netto*(Stawka/100))
where POS=@Elementy_Row@

END

IF @Elementy_Column@=3 or @Elementy_Column@=9 /* Przeliczanie
wartości netto oraz ceny netto i brutto po wskazaniu ilości i
wartości brutto*/



BEGIN
UPDATE @Elementy@
set
[Cena_Netto]=(Wartosc_brutto / ((Stawka/100)+1)) / ilosc,
[Cena_Brutto]=Wartosc_brutto / ilosc,
[Wartosc_netto]=Wartosc_brutto / ((Stawka/100)+1)
where POS=@Elementy_Row@

END
SELECT  * FROM @Elementy@

END

 

Zapytanie  SQL  w  kontrolce  Dane  tabelaryczne  na  zakładce
Inicjowanie wartości

 



Kolumna Jm i Stawka w trybie „Do odczytu”

 

6. Utworzono kontrolkę liczbową: Dodano kontrolkę typu Liczba
stałoprzecinkowa  o  identyfikatorze  Razem_netto,  w  której
dodano powiązanie do kontrolki Elementy i skonfigurowano w
niej zapytanie, które zlicza wartość z kolumny Wartość netto z
kontrolki tabelarycznej:

 

select sum (Wartosc_Netto) from  @Elementy@

 

Kontrolka Liczbowa Razem netto



 

7. Utworzono kontrolkę liczbową: Dodano kontrolkę typu Liczba
stałoprzecinkowa  o  identyfikatorze  Razem_brutto,  w  której
dodano powiązanie do kontrolki Elementy i skonfigurowano w
niej  zapytanie,  które  zlicza  wartość  z  kolumny  Brutto  z
kontrolki tabelarycznej:

 

select sum (Wartosc_Brutto) from  @Elementy@

 

Kontrolka Liczbowa Razem brutto

 

8. Punkt ACD: W punkcie konfiguracyjnym ACD (Współpraca z
KSeF),  na  zakładce  Kontrolki,  dodano  kontrolkę  ID_KSeF  i
przypisano jej zapytanie, które pobiera ID dokumentu KSeF:

 



 select @Id1@

 

9.  Zdefiniowano  również  odpowiednie  zapytania  SQL  do
poszczególnych kontrolek, do których będą pobierane dane z
KSeF.

 

Kontrolka ID_KSeF w punkcie ACD

 



Uzupełnione dane w punkcie ACD
Po pomyślnym pobraniu dokumentu z KSeF w punkcie ACD (Import
dokumentów zakupu z KSeF), dane nagłówkowe oraz identyfikator
dokumentu  uzupełniły  się  automatycznie  w  kontrolkach  na
podstawie danych odczytanych z pliku XML.

 

Dane pobrane z KSeF w punkcie ACD

 

Uzupełniona Kontrolka Dane Tabelaryczne
Po pomyślnym zainicjowaniu dokumentu z punktu ACD, kontrolka
tabelaryczna  Elementy  zostaje  automatycznie  wypełniona
pozycjami odczytanymi bezpośrednio z systemu KSeF. Mechanizm



ten zapewnia pełną zgodność danych z fakturą źródłową. System
automatycznie przenosi dane dotyczące ilości, jednostki miary,
stawek oraz wartości dla każdego wiersza faktury. Kolumna Jm
oraz  Stawka  jest  zablokowana  do  ręcznej  edycji  (tryb  „Do
odczytu”), co gwarantuje poprawność danych. Kontrolka Razem
netto wyświetla poprawną sumę końcową z kolumny Wartość netto
kontrolki Dane tabelaryczne. Kontrolka Razem brutto wyświetla
poprawną sumę końcową z kolumny Wartość brutto kontrolki Dane
tabelaryczne.

 

Uwaga
Kolumna  „Kod  Towaru”  oraz  „Towar”  w  kontrolce  dane
tabelaryczne  są  inicjowane  wartością  null  ,  ponieważ
nazewnictwo na fakturach dostawców w KSeF często odbiega od
kartotek w systemie ERP, co wymaga od użytkownika świadomego,
ręcznego  dopasowania  pozycji  do  odpowiedniego  indeksu
towarowego  przed  zaksięgowaniem.
 

Kontrolka Dane tabelaryczne uzupełniona pozycjami odczytanymi
z KSeF oraz podsumowanie kwot

 



Pozostałe  dane  uzupełnione  na  karcie
obiegu
Po pomyślnym zainicjowaniu dokumentu z punktu ACD, pozostałe
dane na karcie obiegu zostały prawidłowo uzupełnione.

 

Uzupełnione dane na karcie obiegu pobrane z KSeF

 

Rozpoczynasz  pracę  z  Comarch  BPM  (dawniej  DMS)  i  chcesz
dowiedzieć się, jak korzystać z programu? A może masz już
podstawową  wiedzę  o  Comarch  BPM  (dawniej  DMS)  i  chcesz



dowiedzieć się więcej?
Sprawdź Szkolenia Comarch BPM!

 

Powrót do początku artykułu

https://pomoc.comarch.pl/dms/index.php/dokumentacja/szkolenia-comarch-dms/

